e - OM azonosito: 203029
Békéscsabai £/2020/000209

Szakképzési 4 5600 Békéscsaba, Gyulai at 32/1,

Centrum 4 Tel.: +36 66/441-314
4 Fax: +36 66/441-314
P www.bszc.hu

E-mail: centrum@bszc.hu

VOLTI[E 0 [000486L 204G

A Békéscsabai Szakképzési Centrum

Adatvédelmi és Adatbiztonsagi Szabalyzata

Lo
. s ”4‘ - [
Jévahagyta: ..o 0 e \5

Uhljar Erik Rébert
kancellar g HE féigazgatd

Hatalyos: 2025. szeptember 1-t6l
Ervényes: visszavonasig




1. A SZABALYZAT CELJA

1.1. Az adatvédelmi és adatbiztonsagi szabalyzat célja a Békéscsabai Szakképzési Centrum {a tovabbiakban:
Centrum) tevékenységével Osszefiiggésben a személyes adatok védelméhez fiiz6dd jog érvényesiilésének
biztositasa, a Centrum altal kezelt személyes adatok jogosulatlan felhasznalasanak megakadalyozisa, a személyes
adatok kezelése soran iranyado adatvédelmi és adatbiztonsagi eldirasok meghatarozasa.

1.2. A szabdlyozas az alabbi jogszabalyokra, ajanlasokra és iranyelvekre, belsé szabalyozasokra alapozva,
azokkal teljes &sszhangban keriilt kialakitasra:

— AZ EUROPAI PARLAMENT ES A TANACS (EU) 2016/679 RENDELETE
(2016. aprilis 27.) a természetes személyeknek a személyes adatok kezelése tekintetében torténd védelmérdl
¢és az ilyen adatok szabad aramlasarol, valamint a 95/46/EK rendelet hatalyon kiviil helyezésérdl (altalanos
adatvédelmi rendelet)

- Magyarorszag Alaptérvényének VI. cikke,

— az informacids onrendelkezési jogrol és az informacioszabadsagrél szolo 2011. évi CXII. torvény (a
tovabbiakban: infotv.),

— a Polgari Torvénykényvrdl szol6 2013. évi V. torvény,

- a személy és vagyonvédelmi, valamint magannyomozdi tevékenység szabalyairdl szolé 2005, évi CXXXIII

térvény (a tovabbiakban: vagyonvédelmi tv.),
a munka térvénykdnyverol sz616 2012, évi I, torvény (a tovabbiakban: Mt.),

— az elektronikus hirk6zlésrél szolé 2003. évi C. térvény,
a fogyasztovédelemrol szolo 1997. évi CLV. térveny,

— a Nemzeti Adatvédelmi és Informaciészabadsag Hatosag 2013. januar 23-an kiadott ajanlasa a munkahelyen
alkalmazott elektronikus megfigyelorendszer alapvet6 kévetelmeényeirdl.

2. HATALY- ES FELELOSSEG MEGHATAROZASA

2.1.  Személyi hataly

A szabalyzat személyi hatalya kiterjed a Centrum szervezeti egységeire, munkavallaldira, valamint a Centrumnal
szerzOdéses jogviszonyban allé természetes €s jogi személyre, jogi személyiséggel nem rendelkezd szervezetre, a
veliik kotott szerzodésben, illetve titoktartasi nyilatkozatokban régzitett mértékben.

2.2.  Targyi hataly

Targyi hatilya kiterjed a Centrum szervezeti egységeinél folytatott minden olyan adatkezelésre és
adatfeldolgozasra, amely személyes adatra vonatkozik, fuggetleniil attdl, hogy az adatkezelés, illetve
adatfeldolgozas teljesen, vagy részben automatizalt eszkdzzel, vagy manualis modon torténik.

2.3. A szabalyzat médositasa

A szabdlyzat elkészitése és szlikség szerinti modositasa a Centrum belsé adatvédelmi kapcsolattartojanak (a
tovabbiakban: adatvédelmi kapcsolattartd) a feladata, szorosan egyiittmiikdve a Centrum kiilsé adatvédelmi
szakemberével.



3. FOGALOMMEGHATAROZASOK

A szabalyzat alkalmazasa soran - Osszhangban az Infotv., valamint az Mt. elbirasaival — a kovetkezokben
meghatarozott fogalmak iranyadok:

3.1.  adat: valamilyen jelrendszerben abrazolt jelek, vagy elemi jelek sorozata, amelyeknek jelentésiik,
értelmiik van, valamire vonatkoznak, valamit leirunk veliik. Az adatok teljes informacidtartalmat adat-
kérnyezetiik hatarozza meg, igy az adat jelentésétol megfosztott informacio.

3.2.  adatallomany: az egy nyilvantartasban kezelt adatok dsszessége.

3.3, adatbazis: az adatok szervezett gyiijteménye, amelyet egy — az adatok tarolasara, lekérdezésére és
szerkesztésére alkalmas — szoftvereszkdz kezel. Az adatbazis lényege, hogy az adatok mellett az adatok kozétt
lévé kapcsolatokat is tarolja. Az adatbazis fogalmat meg kell kiildnbéztetni az adatbazis-kezelotol, amely az
adatbazis miikddtetésére, rendszerszintli és felhasznaldi folyamatok szervezésére szolgald szoftver eszkoz
(program).

3.4, adatcsoport: Adatok, (azaz tények, koncepcidk vagy utasitdsok formalizalt megjelenitése, rogzitett
jelsorozat, beszéd vagy technikai eszkozokkel torténd kozlés, értelmezés és feldolgozas szamara. Jelen
Szabalyzatban irasban vagy elektronikus dton készitett — barmilyen adathordozdn tarolt — széveg, szamadatsor,
tény, informacid, vazlat, grafikon, kép és abra) és adatkordk osszefoglalé elnevezése, altalaban nyilvantartasi
funkcio alapjan.

3.5. adatbiztonsdg: az informatikai (adattarolo és feldolgozo) rendszer azon allapota, amelyben az adatok
elvesztésének illetve megsemmisiilésének kockazata a megfeleld intézkedésekkel elviselheté mértékiire
cstkkentheté. Ez az allapot olyan nemzetkdzi szabvanyokon alapuléd eldirasok és megeldzd biztonsagi
intézkedések betartisdnak eredménye, amelyek az informaciok elérhetGségét, sérthetetlenségét és
megbizhatosagat érintik.

3.6.  adatfeldolgozas: az adatkezelési miiveletekhez kapcsolddéd technikai feladatok elvégzése, fiiggetleniil a
miiveletek végrehajtasahoz alkalmazott modszertol és eszkoztdl, valamint az alkalmazas helyétél, feltéve hogy a
feladatot az adaton végzik;

3.7. adatfeldolgozd: az a természetes vagy jogi személy, illetve jogi személyiséggel nem rendelkezé
szervezet, aki vagy amely szerzddés alapjan — beleértve a jogszabaly rendelkezése alapjan kotott szerzodest is -
adatok feldolgozasat végzi.

3.8. adathordozé: Az adat fizikai megjelenési formaja, tarolasi helye, ide értve az iratokat is.

3.9. adatkezelés: az alkalmazott eljarastol fliggetleniil az adatokon végzett barmely miivelet vagy a miiveletek
Osszessége, igy kiilondsen gyiijtése, felvétele, rogzitése, rendszerezése, taroldsa, megviltoztatasa, felhasznalasa,
lekérdezése, tovibbitasa, nyilvanossagra hozatala, dsszehangolasa vagy osszekapcsoldsa, zaroldsa, torlése és
megsemmisitése, valamint az adatok tovabbi felhasznalasanak megakadalyozasa, fénykép-, hang- vagy
képfelvétel készitése, valamint a személy azonositasara alkalmas fizikai jellemzok (pl. ujj- vagy tenyérnyomat,
DNS-minta, iriszkép) rogzitése.

3.10. az adatkezelés korlitozasa: a tirolt személyes adatok megjelolése jovibeli kezelésiik korlitozéisa
celjabol;

3.11. adatkezel6: az a természetes vagy jogi személy, illetve jogi személyiséggel nem rendelkezd szervezet,
aki vagy amely onalléan vagy masokkal egyiitt az adat kezelésének céljat meghatarozza, az adatkezelésre
(beleértve a felhasznalt eszkdzt) vonatkozd dontéseket meghozza és végrehajtja, vagy az adatfeldolgozdval
végrehajtatja.

3.12. adatkdr: az adatfajtak nevesitett felsorolasa. A felhasznélas szempontjabdl funkcionalisan dsszetartozéd
iizleti adatok, azaz olyan halmaz, amely logikai szinten egységesen kezethetd, illetve kezelendd és a halmaz
elemeinek védelmi igénye kdzel egy szinten van. (Pl.: Kassza Rendszer adatok, készpénz atutalasi adatok).

3.13. adatmegsemmisités: Az adatokat tartalmazo adathordozo teljes fizikai megsemmisitése.

3.14. adattovabbitas: az adat meghatarozott harmadik személy szémara térténd hozzaférhetové tétele.

3.15. adattdrlés: az adat felismerhetetlenné tétele oly médon, hogy a helyreéllitisa tobbé nem lehetséges;

3.16. adatmegjelilés: az adat azonosito jelzéssel ellatasa annak megkiilonboztetése céljabol.



3.17. adatvédelem: a személyes adat jogszer(l kezelését, az érintett személyek védelmét biztosito alapelvek,
szabalyok, eljarasok, adatkezelési eszkzok s modszerek Gsszessége.
3.18. adatvédelmi incidens: személyes adat jogellenes kezelése vagy feldolgozasa, igy kiilonosen a
jogosulatlan hozzaférés, megvaltoztatas, tovabbitas, nyilvanossagra hozatal, torlés vagy megsemmisités, valamint
a véletlen megsemmisiilés és sériilés.
3.19. alnevesités: a személyes adatok olyan maddon torténd kezelése, amelynek kovetkeztében tovabbi
informaciék felhasznalasa nélkiil tobbé mar nem allapithaté meg, hogy a személyes adat mely konkrét
természetes személyre vonatkozik, feltéve hogy az ilyen tovabbi informéciot kiilon taroljak, ¢és technikai és
szervezési intézkedések megtételével biztositott, hogy azonositott vagy azonosithato természetes személyekhez
ezt a személyes adatot nem lehet kapesolni.
3.20. adatvédelmi kapcsolattarté: az adatkezeld altal megbizott, az adatvédelmi ismeretek terén kelld
tajékozottsagpal rendelkezé munkavallalo, aki részt vesz az adatkezelést érintd feladatok végrehajtasaban és
kapcsolatot tart az adatvédelmi kapcsolattartoval;
3.21. adatzarolis: az adat azonosito jelzéssel ellatasa tovabbi kezelésének végleges vagy meghatarozott idére
torténd korlatozasa céljabol.
3.22. anonimizalas: olyan technikai eljaras, amely biztositja az érintett és az adat kozotti kapcsolat
helyreallitasi lehetdségénck végleges kizarasat.
3.23. biiniigyi személyes adat: a biintetoeljaras soran vagy azt megelozoen, a biincselekménnyel vagy a
biintetéeljarassal 8sszefliggésben, a biintetdeljaras lefolytatasara, illetve a blncselekmények felderitésére jogosult
szerveknél, tovabba a biintetés-végrehajtas szervezeténél keletkezett, az érintettel kapcsolatba hozhatd, valamint a
biintetett eldéletre vonatkozo szemelyes adat.
3.24. cookie: (siiti): rovid adatfajl, melyek a meglatogatott honlap helyez el a felhasznalé szamitégépén, abbol
a célbol, hogy az adott infokommunikacios, internetes szolgaltatast megkonnyitse, kényelmesebbé tegye. Szamos
fajtaja létezik, de altalaban két nagy csoportba sorolhatd. Az egyik az ideiglenes cookie, amelyet a honlap csak
egy adott munkamenet soran (pl.: egy internetes bankolas biztonsagi azonositasa alatt) helyez el a felhasznalo
eszkozén, a masik fajtaja az allandé cookie (pl. egy honlap nyelvi beallitasa), amely addig a szamitégépen marad,
amig a felhasznalo le nem torli azt. Tekintve, hogy a cookie segitségével nyomon kovethetdk a felhasznalo
béngészési szokasai, ezért azt kizarolag a felhasznalé engedélyével lehet a felhasznalé eszkézén elhelyezni.
3.25. direkt marketing (kozvetlen iizletszerzési) tevékenység: azoknak a kdzvetlen megkeresés modszerével
végzett tajékoztatd tevékenységeknek és kiegészitd szolgaltatdsoknak az dsszessége, amelyeknek célja az érintett
részére termékek vagy szolgaltatasok ajanlasa, hirdetések tovabbitasa, a fogyasztok vagy kereskedelmi partnerek
tajékoztatasa, iizletktés (vasarlas) elémozditasa érdekében.
3.26. érintett: barmely meghatarozott személyes adat alapjan azonositott vagy egyébként — kozvetleniil vagy
kdzvetve — azonosithato természetes személy. A személy kiilénosen akkor tekintheté azonosithatonak, ha 6t
kézvetleniil vagy kidzvetve — név, azonositd jel, illetdleg egy vagy tobb, fizikai, fiziolégiai, mentalis, gazdasagi,
kulturalis vagy szocidlis azonossagara jellemzo6 tényezo alapjan azonositani lehet.
3.27. harmadik személy: olyan természetes vagy jogi személy, illetve jogi személyiséggel nem rendelkezd
szervezet, aki vagy amely nem azonos az érintettel, az adatkezel6vel vagy az adatfeldolgozdval.
3.28. hozzajarulas: az érintett akaratanak Onkéntes és hatdrozott kinyilvanitasa, amely megfeleld
tajékoztatason alapul, és amellyel félreérthetetlen beleegyezését adja a rd vonatkozé személyes adatok — teljes
korli vagy egyes miiveletekre kiterjedd — kezeléséhez. A hozzajarulas — a kiilonleges adatok kezelésére adott
hozzajarulast kivéve — nincs alakszeriséghez kotve, torténhet kifejezett nyilatkozattal és rautalo magatartassal is,
azonban a hozzajarulasnak minden esetben bizonyithaténak kell lennie.
3.29. informatikai eszkiz: barmely feladat ellatasara létrehozott, informatikai technologia felhasznalasaval
miikddtetett (pl. vezérelt) telepitett, vagy mobil eszkozdk, tovabba rendszerek, eljarasok osszessége vagy ezek
alkotd elemei (pl. szamitogép, hordozhatd informatikai eszkoz és adattarold, nyomtatd, operaciés rendszer,
felhasznaloi programok [irodai alkalmazasok, adatbaziskezels, vezérld programok, bedgyazott informatikai
rendszerek és egyéb egyedi fejlesztésili célprogramok stb.], tovabba az informatikai alapokra épiilé tavkozlési
rendszerek [pl. IP telefon rendszer és végberendezései, halozati aktiv és passziv eszkozok], valamint a
halozatmenedzsment elemei).
3.30. informatikai eszkizik ellendrzésének indokolt esetei kiilongsen:

- amunkavallalé mobiltelefon hasznélatanal a szamara engedélyezett kiltségkeretet indokolatlanul tallépi,



- a munkavéllalé munkakore gyakorlisa soran tudomdsara jutott védendé informiciot arra illetéktelen
személlyel, vagy szervezettel megosztja,

- a munkavallalé munkaltatdja felé fennallo egyiittmiikodési kitelezettségét megszegve jar el,

- amennyiben az érintett munkavallaié nyilatkozatanak beszerzése lehetetlen é€s azt a kdzeli hozzatartozoja
irasban, indokai megjeldlésével kéri, tovabba alappal feltehetd, hogy az adatok kiaddsa az érintett
munkavallalé létfontossaghi érdekei védelméhez sziikséges, valamint az adatok kiadasat az adatvédelmi
kapcsolattartd, sziikség szerint a Jogi lgazgatésag véleményének kikérését kovetden, indokoltnak, az
informacios dnrendelkezési jog korlatozasaval aranyosnak tartja,

- minden olyan kériilmény, amely alapjin alappal feltételezhetd, hogy a munkavallald az altalaban elvarhato
ctikai normak silyos megszegésével jart el, és azt az adatvédelmi kapcsolattarté is indokoltnak, az
informécios onrendelkezési jog korlatozasaval arAnyosnak tartja.

3.31. irat: valamely szerv miikddésével, illetve személy tevékenységével kapcsolatban irasban vagy
elektronikus aton készitett széveg, szamadatsor, vazlat, grafikon és abra.

3.32. kotelezé adatkezelés: a kezelendd adatok fajtait, az adatkezelés céljat és feltételeit, az adatok
megismerhetoségét, az adatkezelés idotartamat, valamint az adatkezeld személyét az adatkezelést elrendelo
torvény vagy dnkormanyzati rendelet hatarozza meg.

3.33.  kozteriilet: a kzhasznalatra szolgald olyan dllami vagy onkorményzati tulajdonban allé teriilet, amelyet
rendeltetésének megfelelden mindenki korlatozas nélkiil igénybe vehet, ideértve a kozteriiletnek kozitként
szolgalo részét is.

3.34. kiilonleges adat: a) a faji eredetre, a nemzeti és etnikai kisebbséghez tartozasra, a politikai véleményre
vagy partallasra, vallasos vagy mas vildgnézeti meggy6zddésre, érdekképviseleti szervezeti tagségra, a szexualis
életre vonatkozo személyes adat,

b) az egészségi allapotra, a koros szenvedélyre vonatkozo személyes adat, valamint a biin- iigyi személyes adat.
31.35. megfeleld tajékoztatas: az érintettel az adatkezelés megkezdése elott kézoIni kell, hogy az adatkezelés a
hozzajarulasan alapul-e vagy kotelezd, tovabba egyértelmiien és részletesen tajékoztatni kell az adatai kezelésével
kapcsolatos minden tényr6l, igy kiilondsen az adatkezelés céljarol és jogalapjardl, az adatkezelésre és az
adatfeldolgozasra jogosult személyér6l, az adatkezelés idGtartamardl, illetve arrdl, hogy kik ismerhetik meg az
adatokat. A tajékoztatasnak ki kell terjednie az érintett adatkezeléssel kapcsolatos jogaira és jogorvoslati
lehetoségeire is.

3.36. Nemzeti Adatvédelmi és Informaciészabadsag Hatésag (NAIH): Nemzeti Adatvédelmi és
Informacidszabadsag Hatdsag: Jogallasat és feladatait az Info tv. 38.§-a hatarozza meg (a tovabbiakban:
Hatosag).

3.37. nyilvanos adat: minden olyan tény, adat, informacid, amelyek barki szamara hozzaférhetSk. Személyes
adat nyilvanossagarol kizarolag térvény rendelkezhet.

3.38. nyilvanossiagra hozatal: az adat barki szimara hozzaférhetové tétele.

3.39. személyes adat: az érintettel kapcsolatba hozhaté adat — kiilondsen az érintett neve, azonosito jele,
valamint egy vagy tobb fizikai, fiziologiai, mentalis, gazdasagi, kulturalis vagy szocialis azonossagara jellemzo
ismeret —, valamint az adatbol levonhato, az érintettre vonatkozo kovetkeztetés. A személyes adat az adatkezelés
sordn mindaddig megdrzi e mindségét, amig kapcsolata az érintettel helyreéllithats, tehat az adatkezeld
rendelkezik azokkal a feltételekkel, amelyek a helyreallitashoz sziikségesek.

3.40. személyes adat-gazda: egy adott szervezeti egységnél kezelt személyes adatok tekintetében a szervezeti
egységet iranyito vezetd, aki felelds a szervezeti egysége altal kezelt valamennyi személyes adat jelen
szabalyzatnak megfeleld kezelésért (tovabbiakban: adatgazda). Amennyiben IT rendszerben kezelt személyes
adattal kapcsolatos dontés meghozatala sziikséges, és az érinti az adatgazda felel6sségét, akkor a személyes
adatgazda a Szabalyzat alapjan kijeldlt vezeto egyetértésével hozza meg dontéset.

3.41. profilalkotis: személyes adatok automatizalt kezelésének barmely olyan formaja, amelynek soran a
személyes adatokat valamely természetes személyhez fiiz6dé bizonyos személyes jellemzdk értekelésére,
kiilonésen a munkahelyi teljesitményhez, gazdasagi helyzethez, cgészségi allapothoz, személyes preferencidkhoz,
érdeklodéshez, megbizhatosaghoz, viselkedéshez, tartozkodasi helyhez vagy mozgashoz kapcsolodo jellemzék
clemzésére vagy elorejelzésére hasznaljak.

3.42. tavolrdl végzett munka/ tivmunka: a Centrum informatikai rendszerének biztonsagi zonajan kiviil es6
(nem védett) kérnyezetbdl végzett tevékenység, amely soran a Centrum a felhasznalé szamara olyan informatikai



erdforrasok elérését biztositja (jellemzéen VPN-en keresztiil), amellyel a munkahelyén egyébként rendelkezhet.
lde nem értend6k azoknak a technoldgiaknak, itletve mobil informatikai megoldasoknak alkalmi felhasznilasa,
amellyel eseti informéciocserét lehet megvaldsitani (pl. OWA, Push email, OAW). E szabdlyzat alkalmazasa
sordn a tavolrd! végzett munka tartalmaban nem azonos a Munka Térvénykonyvében szabalyozott tavmunka
fogalommal.

3.43. tiltakozas: az érintett nyilatkozata, amellyel személyes adatanak kezelését kifogasolja, és az adatkezelés
megsziintetését, illetve a kezelt adat toriését kéri.

3.44. munkahelyi azonositészam: a Centrum munkavallalojat az adatkezelés soran egyérteimiien azonosito,
belsd azonositasi célokat szolgalé szamjegysor.

3.45. VPN: (Virtual Private Network — virtualis maganhalozat): olyan informatikai halézat, amely nyilvanos
kommunikacids csatornak és eszkdzok segitségével valdsul meg, de az azokon zajlé egyéb forgalomtol logikailag
elkiiloniild, masok szamara nem hozzaférhetd egységet képez. A VPN az adatok védelmére, a hitelesités mellett,
titkositast is alkalmaz, mialtal lehetoséget biztosit a Centrum szamara, hogy a belsé halozat meghatarozott elemeit
kivillrd! elérhetové tegye az erre feljogositott (pl. zart felhasznaldi csoport, illetve tdvmunkat végzd)
felhasznalok szamara.

3.46. ziartan kezelendé: a személyes adatot tartalmazé dokumentumok altalanos védelmi eldirasa.
Amennyiben az adathordozorél nem allapithatdo meg egyértelmiien adattartalmanak védendd jellege, vagy az
adatkezelé kiilon ki kivanja emelni a kezelés zartsaganak kovetelményét, abban az esetben ezt kezelési
utasitasként kell a dokumentumon feltiintetni.

4, A SZEMELYES ADATOK KEZELESE ES VEDELME
4.1.  Alapelvek és alapvetd rendelkezések

4.1.1. A Centrumnal személyes adat kizardlag meghatarozott célbol, jog gyakorlasa és kotelezettség teljesitése
érdekében kezelhetd. Az adatkezelésnek minden szakaszaban meg kell felelnie az adatkezelés céljanak, tovabba
az adatok felvételének és kezelésének tisztességesnek és torvényesnek kell lennie.

A Centrum kizarolag olyan személyes adatot kezelhet — a cél megvaldsulasahoz sziikséges mértékben és ideig —,
amely elengedhetetlen az adatkezelés céljanak megvalosulasahoz €s a cél elérésére alkalmas, tovdbba személyes
adat csak a cél megvalosulasahoz szitkséges mértékben €s ideig kezelhetd.

4.1.2. A Centrum gondoskodik arrdl, hogy az adatokhoz csak olyan munkavallalok, adatfeldolgozok
férhessenek hozza, akik vagy amelyek adatkezelése, adatfeldolgozasa vonatkozasaban a célhoz kotdttség elve
megvalosultnak tekintheto.

4.1.3. A célhoz kétdttség elve megvaldsulasanak vizsgalata minden esetben az illetékes adatgazda feladata es
felelossége. Az adat kiadasara — ideértve a Centrum szervezeti egységei kozotti adatatadasokat is — vonatkozé
kérések esetében az adatkérdnek az adatkérés céljat minden esetben meg kell jelolni, az adatszolgaltaté pedig
kételes mérlegelni, hogy a kért adatok a megjeldit cél eléréséhez elengedhetetleniil sziikkségesek-e. Az
adatkérdnek kizarolag olyan adat adhat6 at, ami a cél eléréséhez elengedhetetleniil sziikséges. Amennyiben az
adatkezelés célhoz kototisége kétséges, az adatgazda koteles a kérdésben a belsé adatvédelmi kapcsolattartd
allasfoglalasat beszerezni.

4.1.4. A személyes adat az adatkezelés soran mindaddig megdrzi e mindségét, amig kapcsolata az érintettel
helyredllithatd. Az érintettel akkor helyreallithaté a kapcsolat, ha a Centrum rendelkezik azokkal a technikai
feltételekkel, amelyek a helyreallitashoz sziikségesek.

4.1.5. Az adatkezelés soran a Centrumnak biztositania kell az adatok pontossagit, teljességét és — ha az
adatkezelés céljara tekintettel sziikséges — naprakészségét, valamint azt, hogy az érintettet csak az adatkezelés
céljahoz szilkséges ideig lehessen azonositani.



4.2. Az adatkezelés jogalapja

4.2.1. Személyes adatot a Centrum — az érintett hozzajarulasan tilmenden — akkor kezelhet, ha
a) azt torvény vagy — torvény felhatalmazasa alapjan, az abban meghatarozott kdrben — helyi dnkormanyzat
rendelete kdzérdeken alapulo célbdl elrendeli (a tovabbiakban: kotelezd adatkezelés),
b) az érintett hozzajarulasanak beszerzése lehetetlen vagy aranytalan kéltséggel jarna, és a személyes adat
kezelése
ba) a Centrumra vonatkozo jogi kotelezettség teljesitése céljabol szitkséges, vagy
bb) a Centrum vagy harmadik személy jogos érdekének érvényesitése céljabol sziikséges, és ezen
érdek érvényesitése a személyes adatok védelméhez fiizodo jog korlatozasaval aranyban all.

4.2.2. Ha az érintett cselekviképtelensége folytan vagy mas elharithatatlan okbdl nem képes hozzajarulasat
megadni, akkor a sajat vagy mas személy létfontossagi érdekeinek védelméhez, valamint a személyek életét, testi
épségét vagy javait fenyegetd kozvetlen veszély elhdritasdhoz vagy megeldzéséhez sziikséges meértékben a
hozz4jarulas akadalyainak fennallasa alatt az érintett személyes adatait a Centrum kezelheti.

4.23. A 16. életévét be nem tdltott kiskord érintett hozzajarulasat tartalmazd jognyilatkozatanak
érvényességéhez torvényes képviseldjének beleegyezése vagy utdlagos jovahagyasa sziikséges.

4.2.4. Ha a személyes adat felvételére az érintett hozzajarulasaval keriilt sor, a Centrum a felvett adatokat
torvény eltérd rendelkezésének hianyaban a 4.2.1. pont b) alpontjaban meghatarozott esetekben tovabbi kiilon
hozzajarulas nélkiil, valamint az érintett hozzajarulasanak visszavonasat kdvetden is kezelheti.

4.2.5. Kilonleges adatot a Centrum az érintett irasbeli hozzajarulasa, torvény elrendelése alapjén, illetve a 4.2.1.
pont b) alpontjaban meghatarozott esetekben kezelhet.

4.2.6. Kétség esetén azt kell vélelmezni, hogy az érintett a hozzajarulasat nem adta meg.

Amennyiben az érintett a Centrumnal irasban kotott szerz6dés teljesitése érdekében adja hozzajarulasat az
adatkezeléshez, a szerz6désnek tartalmaznia kell minden olyan informaciot, amelyet a személyes adatok kezelése
szempontjabdl az érintettnek ismernie kell, igy kiilondsen a kezelendd adatok meghatarozasat, az adatkezelés
idotartamat, a felhasznalas céljat, az adatok tovabbitasanak tényét, cimzettjeit, adatfeldolgozd igénybevételét. A
szerz6désnek félreérthetetlen modon tartalmaznia kell, hogy az érintett alairasaval hozzajarul az adatai
szerzOdésben meghatarozottak szerinti kezeléséhez.

43. Az érintett elozetes tajékoztatasanak kivetelménye

4.3.1, Az érintettel az adatkezelés megkezdése el6tt az adatkezelést végzdnek kozéini kell, hogy az adatkezelés
hozzijarulason alapul (6nkéntes) vagy kotelezd.

4.3.2. Kotelezd adatkezelés esetén nem sziikséges az érintett hozzajarulasanak a beszerzése és nem kell az
érintette] adatvédelmi nyilatkozatot alairatni, mert az adatkezelés jogalapja a torvényi felhatalmazas €s nem az
érintett hozzajarulasa. Ebben az esetben is az érintettet tijékoztatni kell az adatkezelés jogalapjarol, tehat arrél,
hogy melyik jogszabaly felhatalmazasa alapjan torténik a személyes adatainak kezelése.

4.3.3. Az adatkezelés megkezdése eldtt az adatkezelést végzinek az érintettet - kérés nélkiil is - el6zetesen
egyértelmiien és részletesen tajékoztatni kell az adatai kezelésével kapcsolatos minden tényrél, igy kiilondsen

a) az adatkezelés kotelezd, vagy hozzajarulason alapulé voltardl,

b) az adatkezelés céljardl és jogalapjarol (6nkéntes vagy jogszabaly altal kotelezo),

c) az adatkezeld személyérél, adatfeldolgozas esetén az adatfeldolgozé kiléterdl,

d) az adatkezelés idotartamarol,

¢) az adattovabbitas cimzettjeirol,



t) hozzajarulasos adatfelvétel esetén a Centrum a felvett adatokat torvény eltérd rendelkezése hidnyaban fa) a ra
vonatkozd jogi kotelezettség teljesitése céljabol, vagy

fb) a Centrum vagy harmadik személy jogos érdekeinek érvényesitése céljabol (ha ezen érdek érvényesitése a
személyes adatok védelméhez fiiz6d6 jogok korlatozasaval aranyban all) torténd kezelésérd! és arrol, hogy ezek
fennallasa esetén tovabbi kiilon hozzajarulas nélkil, valamint az érintett hozzajarulasanak visszavonasat kévetden
is kezelheti,

g) az érintett jogairdl: tajékoztatds az adatkezelésrol, adatfelvételt kovetden kérheti adatainak helyesbitését,
valamint - a kotelezd adatkezelés kivételével — az adatainak torlését vagy zarolasat, tiltakozhat a kezeiés ellen,

h) jogorvoslati lehet6ségeirdl: adatvédelmi hatdsaghoz, birdsaghoz fordulés,

i) kik ismerhetik meg az adatokat, valamint

i) a szolgaltatas igénybevétele meghilsulasarol, ha az tigyfél az ahhoz sziikséges személyes adatokat nem adja
meg, illetve nem jarul hozza azok kezeléséhez.

4.3.4. Kotelezd adatkezelés esetén a tajékoztatds megtorténhet a 4.3.3. pont szerinti informaciokat tartalmazé
jogszabalyi rendelkezésekre valé utalas nyilvanossagra hozatalaval is.

4.3.5. Ha az érintett(ck) személyes tajékoztatasa lehetetlen vagy aranytalan koltséggel jarna, a tajékoztatas az
alabbi informaciok nyilvanossagra hozatalaval is megtorténhet:

a) az adatgyiijtés ténye,

b} az érintetiek kore,

) az adatgyljtés célja,

d) az adatkezelés idGtartama,

e) az adatok megismerésére jogosult lehetséges adatkezelok személye,

f) az érintettek adatkezeléssel kapcsolatos jogainak és jogorvoslati lehetdségeinek ismertetése,

g) az adatkezel€s nyilvantartasi szama, ha az adatkezelés adatvédelmi nyilvantartasba vételének van helye, kivéve
ha a Hatdsag a nyilvantartasba vétel irdnti kérelmet nem biralta el.

4.3.6. A 4.3.5. pontban meghatarozottak végrehajtasarol az illetékes teriilet adatgazdaja dont, indokolt esetben a
bels6 adatvédelmi kapcsolattarto allaspontjanak beszerzését kovetéen.

4.4. Az adatbiztonsig kivetelménye

4.4.1. A Centrum az adatkezelés soran mindvégig kételes gondoskodni a kezelt személyes adatok ésszeriien
elvarhatd legmagasabb szintii biztonsagardl (adatbiztonsag elve). Az informatikai rendszerekben megvaldsulo
adatkezelések soran a Centrum mindenkor hatalyos jogszabalyoknak megfeleloen kell alkalmazni minden olyan
adatbiztonsagi kérdésben, amelyre jelen Szabalyzat nem tartalmaz eléirast.

4.4.2. A Centrum koteles az adatkezelési miiveleteket Ggy megtervezni és végrehajtani, hogy az biztositsa az
érintettek maganszférajanak védelmét. A Centrum, illetdleg tevékenységi kdorében az adatfeldolgozd koteles
gondoskodni az adatok biztonsagéarol, koteles tovabba megtenni azokat a technikai és szervezeési intézkedéseket és
kialakitani azokat az eljarasi szabalyokat, amelyek az Infotv., és a belsé szabalyzat, valamint az egyéb adat- és
titokvédelmi szabalyokban megfogalmazottak érvényre juttatasahoz sziikségesek.

4.4.3. Ennek keretében az adatgazdak az adott szervezeti egység altal kezelt személyes adatok tekintetében
kotelesek:
* Az adatkezelés idtartama alatt az adatok biztonsagos taroldsa, az idotartam lejartaval az adatallomany
torlése, fizikai megsemmisitése érdekében a sziikséges intézkedéseket megtenni;
e Az adatokat megfelel$ intézkedésekkel védeni kell a jogosulatlan hozzaférés, megvaltoztatas, tovabbitas,
nyilvanossiagra hozatal, torlés vagy megsemmisités a véletlen megsemmisités €s sériilés, a Centrum altal
alkalmazott technika megvaltoztatasabol fakado hozzaférhetetlenné valas ellen.



* (Condoskodni arr6l, hogy a jelen Szabalyzatot, valamint a feladatkoriikben kiadott kiilén, a személyes
adatok kezelésérdl sz6l6 rendelkezéseket az iranyitasuk alatt dolgozok megismerjék és betartsak, illetve
azt folyamatosan ellendrizni;

o Ellendrizni, hogy a szervezeti egységében kezelt adatok tovabbitasukat kdvetden is olyan adatkezelohéz,
adatfeldolgozohoz kerlilnek, aki vagy amely az adatok biztonsagos kezelésérdl megfelelden gondoskodni
tud, ezzel 6sszefliggd kérdésekben jogosult kérni a adatvedelmi kapcsolattarté allasfoglalasat;

A Centrum valamennyi munkavillaldja kiteles a személyes adatokat tartalmazo iratokat és a munkavégzéshez
szitkséges segédieteket a munkavégzés befejezését kovetéen — ahol biztositott zarhato lemez- vagy
pancélszekrényben, biztonsagi zarral ellatott fidkban, szekrényben tarolni. Ahol ezek a feltételek nem
biztositottak ott is térekedni kell az adatok legalabb zarral ellatott fiokban, szekrényben torténd biztonsagos
taroldsara. Az iréasztalokon a munkavégzés befejezését kovetden személyes adatokat tartalmazé iratok tarolasa
tilos.

4.4.4. Az adatokat a Centrumnak megfeleld intézkedésekkel védenie kell, killondsen a jogosulatlan hozzaférés,
megvaltoztatas, tovabbitas, nyilvanossagra hozatal, torlés vagy megsemmisités, valamint a véletlen
megsemmisiilés €s sériilés, tovabba az alkalmazott technika megvaltozasabol fakadd hozzaférhetetlenné vélas
ellen.

4.45. A személyes adatok automatizalt feldolgozasa soran biztositania kell a jogosulatlan adatbevitel
megakadalyozasat, annak ellenorizhetoségét, hogy a személyes adatokat mely szerveknek tovabbitottak, a
személyes adatokat mikor €s ki vitte be az adatfeldolgozo rendszerbe, a telepitett rendszerek lizemzavara esetén
az adatok helyreallithatosagat, valamint azt, hogy a fellépd hibakrol jelentés késziiljon.

4.4.6. Az elektronikusan kezelt adatallomanyok védelme érdekében a Centrum megfeleld technikai megoldassal
koteles biztositani, hogy a kiilénbozd nyilvantartasokban tarolt adatok — kivéve, ha azt torvény lehetdvé teszi -
kozvetleniil ne legyenek Osszekapcsolhatok és az érintetthez rendelhetok. A Centrum munkavallaldinak adatai,
fliggetleniil attol, hogy egy kozds, vagy osztott adatbazisban szerepelnek, a munkavallald szempontjabol egy
nyilvantartasnak tekintenddk.

4.4.7. A Centrumnak és az adatfeldolgozdnak az adatok biztonsagat szolgalo intézkedések meghatarozasakor és
alkalmazasakor tekintettel kell lenni a technika mindenkori fejlettségére. Tobb lehetséges adatkezelési megoldas
koziil azt kell valasztani, amely a személyes adatok magasabb szintii védelmét biztositja, kivéve, ha az aranytalan
nehézséget jelentene az adatkezelonek.

4.5.  Adatfeldolgozis

4.5.1. A Centrum a munkaviszonybdl, illetve gazdasagi tevékenységének ellatashoz szarmazo kotelezettségek
teljesitése céljabol, (szamlazashoz, bérszamfejtéshez sziikséges szoftverek) az adatszolgaltatas céljanak
megjeltlésével, a munkavallaldk, illetve vasarlok személyes adatait adatfeldolgozo szamara atadhatja, amelyrél a
munkavillalokat eldzetesen tajékoztatni kell.

4.5.2. A Centrum hatarozza meg az altala megbizott adatfeldolgozénak a személyes adatok feldolgozasaval
kapcsolatos jogait és kotelezettségeit az adatkezelésre vonatkozd jogszabalyi elbirasok keretei kozdtt. Az
adatkezelési miiveletekre vonatkozd szabalyzatok jogszeriiségéért és jelen szabdlyzat elbirdsainak tortend
megfeleldségéért a Centrum, illetve az adatkezel® szervezet vezetdje a felelos.

4.5.3. Az adatfeldolgozo az adatkezelést érinté érdemi dontést nem hozhat, a tudomasara jutott személyes
adatokat kizarolag a Centrum rendelkezései szerint dolgozhatja fel, és ezek felhasznalasaval sajat céljara
adatfeldolgozast nem végezhet, tovabba koteles a személyes adatokat a Centrum rendelkezései szerint tarolni és
megOrizni.
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4.54. A Centrumnak az adatfeldolgozasra vonatkozd szerzOdéseit irasba kell foglalnia. A szerzddésnek
tartalmaznia kell minden olyan informaciét, amely a személyes adatok kezelése szempontjabol relevans, igy
killéndsen a kezelendd adatok meghatarozasat, az adatkezelés idbtartamat, az adatfeldolgozas céljat, a kezelendd
adatok biztonsagaval kapcsolatos elvarasokat, az adatok kezelésének ellenrzési lehetdségét. Az
adatfeldoigozassal nem bizhatdo meg olyan szervezet, amely a feldolgozand6 személyes adatokat felhasznalé
iizleti tevékenységben akar kozvetett, akar kézvetlen modon érdekelt. A szerzddés kidolgozasa soran biztositani
kell az adatveédelmi kapcsolattartd véleményezési jogat.

4.5.5. Az adatfeldolgozdé tevékenységének eilatasa soran tovabbi adatfeldolgozot a Centrum rendelkezései
alapjan vehet igénybe. Amennyiben az adatfeldolgozé tovabbi adatfeldolgozot kivan megbizni egyes
adatfeldolgozisi miveletek elvégzésével, ehhez a Centrum eldzetes irasbeli hozzajaruldsara van sziikség. Az
adatkezelésben érintettek vonatkozasdban olyan szerzédéses kotelezettségeket kell meghatérozni, amely az
adatkezelés teljes folyamataban biztositja a megfelelé védelmi szintet. A szerzddés kidolgozasa soran biztositani
kell az adatvédelmi kapcsolattartd véleményezési jogat.

4.6. Az érintettek jogai és érvényesitésiik

4.6.1. A Centrum biztositani kételes, hogy a munkavallalé a réla kezelt adatokat megismerhesse, a kezelt
adatokat tartalmazd iratokrol masolatot vagy kivonatot kaphasson.

4.6.2. Az érintett az adatkezelést végzd szervezeti egység vezetdjénél kérheti a személyes adatai
- kezelésérdl torténd tajékoztatasat;
- helyesbitését, illetve kijavitasat;
- torlését, amelyek kezelésére a Centrum nem rendelkezik torvényi felhatalmazassal, vagy amely adat
kezelése az érintett hozzajarulasanak hianyaban a tovabbiakban nem kezelhetd;
Az érintett e kérdésével az adatvédelmi kapcsolattartohoz is fordulhat.

4.6.3. A Centrumnak az érintett kérelmére legfeljebb 30 napon beliil irasban, kdzértheté formaban tajékoztatast
kell adnia

a) az altala kezelt, illetdleg az altala megbizott adatfeldolgozo altal feldolgozott adatairol

b) az adatkezelés

adatainak forrasarol

f

céljarol

Jogalapjarél

idotartamaral
c¢) az adatfeldolgozo
- nevérdl
- cimérdl {székhelyérdl)
d) az adatkezeléssel Gsszefliggod tevékenységérol
¢) adattovabbitas esetén annak jogalapjarol és cimzettjérdl.

4.6.4. A Centrum koteles a személyes adatot térélni, amennyiben
a) annak kezelése jogellencs,
b) az érintett kéri,
¢) az hianyos vagy téves és ez az allapot jogszerlien nem orvosolhaté — feltéve, hogy a torlést torvény nem
zarja ki,
d) az adatkezelés célja megsziint, vagy az adatok tarolasanak torvényben meghatarozott hatarideje lejart,
e) azt birosag vagy a NAIH elrendelte.

4.6.5. A Centrum torlési kitelezettsége nem vonatkozik azon személyes adatra, amelynek adathordozojat a
tevéltari anyag védelmére vonatkozd jogszabaly értelmében levéltari drizetbe kell adni,
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4.6.6. A Centrum a hibas személyes adatot, amennyiben a valosiagnak megfelelé személyes adat a
rendelkezésére ill, sajat kezdeményezésre, illetve az érintett kérésére, az dltala bemutatott dokumentumok alapjan
helyesbiti, illetve az adatfeldolgozénal helyesbitteti.

4.6.7. Torlés helyett a Centrum zarolja a személyes adatot, ha ezt az érintett kéri, vagy ha a rendelkezésre allo
informaciok alapjan feltételezhet6, hogy a torlés sértené az érintett jogos érdekeit. Az igy zarolt személyes adat
kizardlag azon adatkezelési cél fennallasaig kezelhetd, amely kizarta a személyes adat toriését.

4.6.8. A Centrum megjeldli az altala kezelt személyes adatot, ha az érintett annak helyességét vagy pontossagat
vitatja, de a rendelkezésre allé dokumentumok alapjan nem allapithatdo meg egyé€rtelmiien annak helytelensége
vagy pontatlansaga.

4.6.9. Az adatok torlésrél, a helyesbitésrol, a zarolasrél, a megjelSlésrol az érintettet, tovabba mindazokat
értesiteni kell, akiknek korabban azt adatkezelés céljara tovabbitottak, Az értesités abban az esetben mell6zheto,
ha az — tekintettel az adatkezelés céljara — nem sérti az érintett jogos érdekét.

4.6.10. A kérelem elutasitisa esetén az adatkezeld a kérelem kézhezvételét kovetd 30 napon beliil irasban kézli
az elutasitas indokait, tovabba tajékoztatja az érintettet a birdsigi jogorvoslat, valamint a Hatosaghoz fordulas
lehetoségerol.

4.7. Az adatkezelésben kizremiikddik és feladataik

4.7.1. Minbségiranyitasi vezetd

4.7.2. A Centrum mindségiranyitasi vezetdje iranyitja és ellendrzi az adatvédelemmel kapcsolatos feladatok
végrehajtasat.

4.7.3. Személyes adatokat kezeld munkavallal6
A Centrum azon munkavallaldja, aki személyes adatok kezelésével kapcsolatos tevékenységet végez, koteles
gondoskodni arrél, hogy
a) az adatkezelés teljes folyamataban maradéktalanul érvényesiiljenek az adatvédelmi el6irasok
b) indokolt esetben a személyes adatot tartalmazd adathordozokon €s dokumentumokon a , Zartan
kezelendd” kezelési jeldlés feltiintetésre keriiljon
¢} az informatikai eszkozdk adathordozdjan tarolt személyes adatok torlése esetén azok a késdbbiekben ne
legyenek visszaallithatok
d) a személyes adat indokolt esetben térlésre, illetve zarolasra keriiljon.
a) iranyitja és ellendrzi a személyes adatok kezelésével, azok készitésével, tovabbitasaval osszefliggd
adatvédelmi tevékenységet.

5. AZ ADATKEZELES RESZLETES SZABALYAI, A CENTRUM ALTAL KEZELT
ADATCSOPORTOK

5.1.  Adatcsoportok
Személyes adatok a Centrum szervezeti keretein beliil a kdvetkezo csoportokban kezelhetok:

I.  ugyfeladatok, beleértve a Centrum partnereinek iigyfelkapcsolati adatait és a Centrum szolgiltatasait
igénybe vevd szerzddéses kapesolatban allo természetes személyek adatait is;
iI. a Centrum munkavallaldinak adatai (beleértve a toborzassal kapcsolatban keletkezd, nem
munkavallalokhoz kapcsolodo adatokat, valamint az érintett munkavallalo kérelmére indult eljarasban;
[I1.  hatdsagi adatszolgaltatasok;
IV.  bels6 adatveédelmi nyilvantartas;
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V. adattovabbitasi nyilvantartas.

6. AZ UGYFELADATOK KEZELESE

6.1. A Centrum altal nydjtott gazdasagi iizleti tevékenység keretében nydjtott szolgaltatasok igénybevételére
iranyulé vésarlasra vonatkozd jogszabalyban kételezben meghatarozott adatok, valamint az érintett természetes
személyazonosité adatain kiviil kizardlag olyan adatok szerepelhetnek, amelyek a szerzddés teljesitése, és az
ligyfél tartozasaval kapcsolatos kovetelések érvenyesitéséhez, az iizleti kockazat felméréséhez elengedhetetleniil
sziikségesek.

6.2.  Amennyiben az érintett ezen adatokat a szerzodéskotés soran szolgaltatni nem kivanja, a szerzodéskotés
megtagadhatd. Az ezen adatok kezeléséhez adott hozzajarulast meghatarozott célra vélelmezni kell. Kétség esetén
a szerzOdéskotéshez kérhetd adatok korérol a belsé adatvédelmi kapesolattarté allasfoglalasat kell kérni.

6.3.  Ha az adatkezelés id6tartama alatt az érintett adatainak valtozasat bejelenti, vagy az adatok megvaltozasat
barmely adatkezel&, adatfeldolgozoé észieli, az adatokat a valtozasnak megfeleloen haladéktalanul modositani kell,
illetve ki kell egésziteni. Ebben az esetben a modositasra keriild korabbi, valamint a médositast, kiegészitést
kovetd 0j adatokat egyarant fel kell tiintetni a nyilvantartasban, oly médon azonban, hogy a nyilvantartasbol az
adatok aktiv, illetve inaktiv allapota egyértelmiien megallapithato legyen.

6.4.  Amennyiben a Centrum vagy az érintett ligyfél az igénye érvényesitése irant eljarast indit, az adatok az
egyeztetés folyaman, valamint a birdsagi, hatosagi eljaras befejezéséig nyilvantarthatok.

6.5. Ha az iigyféli jogviszonyban szamla kibocsatasara keriil sor, a szamlan szerepl6 adatok a szamviteli- és
addjogszabalyokban meghatarozott hataridékig tarthatoak nyilvan.
A torlésig a Centrum az iigyfelek szerzodésben szerepld adatait papir- és elektronikus formaban is nyilvantartja.

7. A CENTRUMMAL SZALLITOI SZERZODESES KAPCSOLATBAN ALLO TERMESZETES
SZEMELYEK ADATAINAK KEZELESE, PARTNER-NYILVANTARTAS

7.1. A Centrummal szerzodéses kapcsolatban allé természetes személyek (pl. egyéni vallalkozo beszallitok,
alvallalkozok) adatainak kezelése soran a fenti pontban foglaltakat kell értelemszeriien alkalmazni beleértve az
adatvédelmi nyilvantartasba torténd bejelentést is, azzal az eltéréssel, hogy ezen szerzodések személyes
adatallomanyat az iigyféladatoktol elkiilonitetten kell nyilvantartani (partner nyilvantartas).

8. A MUNKAVALLALOK SZEMELYES ADATAINAK KEZELESE

8.1. A munkavallalok adatainak kezelése tekintetében az adatgazda a Centrum, tovabba minden olyan
szervezeti egység vezetdje, akinek az iranyitasa alatt allo egységnél munkavallaléi adatokat kezelnek. A
munkavallaloktd! kizardlag olyan adatok kérheték és tarthaték nyilvan, valamint olyan munkakori orvosi
alkalmassagi vizsgalatok végezhetok, amelyek munkaviszony létesitéséhez, fenntartasahoz és megsziintetéséhez,
illetve a szocialis-joléti juttatasok biztositasahoz sziikségesek és a munkavéllalé személyhez fiizddo6 jogait nem
sértik.

8.2. Amennyiben a munkaba Iépésre iranyuld felvételi eljarast kovetden munkaviszony létesitésére nem
keriilne sor, az érintett adatait haladéktalanul toroini kell, kivéve, ha az érintett irdsban hozzajarul ahhoz, hogy az
adatait a Centrum tovabbra is kezelje. Az igy keletkezett személyes adatokat a szervezet kezeli, az érintett irdsbeli
hozzajarulasaban meghatéarozott ideig.
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8.3. A Centrum a személyi nyilvantartasban a munkavallalok kovetkezd adatait (egyiitt: szemelyi anyag)
kezelheti:

a) a munkavallalo természetes személyazonosité adatait, nemét, lakohelyét, tartozkodasi helyét;

b) allampolgarsagat;

¢) TAJ szamat;

d) addazonositoé jelét;

e) munkaba lépésének kezdo és befejez6 idopontjat;

f) munkakérét,

iskolai végzettségét, szakképzettségét, nyelvismeretét, az ezt igazolo okiratok masolatat, a tanulmanyi szerzédest;
h) a munkavallalo 6néletrajzat;

i) munkabérének dsszegét, a bérfizetéssel, egyeb juttatasaival kapcsolatos adatokat;

j) a munkavallalé munkabéréb6! jogerds hatdrozat vagy jogszabaly, illetve irdsbeli hozzijarulasa alapjan
levonando tartozast, illetve ennek jogosultsagat;

k) a munkavallalé altal a munkaviszony megsziinésének évében igénybe vett betegszabadsag

id6tartamat,

i) a munkavallalo rendes szabadsagaval, rendes és rendkiviili munkaidejével, szabadsaganak kiadasaval, egy¢b
munkaidd-kedvezményével kapcsolatos adatokat;

m) a munkavillaloval kétdtt munkaszerzédés egyéb lénveges adatait (pl.: a munkavallalé szdmara biztositott
kedvezményeket, a munkavallalo napihavi munkaidejét, a szerzodés fajtajat);

n) a munkavallalé munkéjanak értékelését;

0) a munkavallalé fényképét, kameraképét;

p) a munkaviszony megszinésének modjat, indokait;

q) munkakortél fiiggéen erkolesi bizonyitvanyat,

r) a munkakdri alkalmassagi vizsgalatok dsszegzését;

s) magan nyugdijpénztari és onkéntes kolcstngs biztositd pénztari tagsag esetén a pénztar megnevezéset,
azonositd szamat és a munkavallalo tagsagi szamat;

t) kiilfsldi munkavallal6 esetén utlevélszamat, munkavallalasi jogosultsagot igazold dokumentumanak
megnevezését €s szamat;

u) minden egyéb olyan személyes adatot, amelynek kezelését torvény irja eld, vagy amelyhez az érintett
hozzajarult. Ilyen kiilénGsen a csaladi adokedvezmény igénybe vételéhez sziikséges adat, a munkavillalé sajat
gépjarmiivének adata, a szocialis-joléti juttatasok folyositasahoz (segély, lakascéli tamogatas, albérleti
hozzajarulas), megviltozott munkaképességet, egészségkarosodast, vagy fogyatékossagot igazold szakhatosagi
véleményt (ORSZI, OOSZI, NRSZH), vagy fogyatékossagot igazol6 szakorvosi alairassal ellatott zarjelentés.

8.4. A Centrum torvény felhatalmazasa alapjan vagy az érintett hozzajarulasara — az erre feladatkoriik
meghatarozasaval kijeldlt szervezeti egységei utjan — kezelheti tovabba a munkavallalok kovetkezd

adatait is, igy kiiléndsen:

a)} munkavallalot ért balesetek jegyzOkdnyveiben rogzitett adatokat;

b) a Centrumnal biztonsagi és vagyonvédelmi célbol alkalmazott kamerarendszerek altal rogzitett adatokat.

8.5. Az adott szakteriiletnél mar rendelkezésre allo személyes adatok (t6bbszori, nem frissités célu) jrakérése
tilos. Az adatok ismételt megadasanak megtagadasa miatt a munkavallalot semmifele hatrany nem érheti. A
Centrum a munkavallald egyéb személyes adatait kizardlag az érintett — irasbeli - hozzajarulasaval kezelheti. A
munkavallalok személyi anyagaval kapcsolatos nyilvantartast meghatadd mériékii adatkezelésre csak a
murnkavallald hozzajarulasaval kerillhet sor.

8.6. A munkaviszony létesitésére szolgald eljaras keretében, a munkavatlalo kézremikodése nélkiil, kizarolag
a nyilvanossag szamadra, az érintett altal korlatozas nélkiil {pl. internet, sajté) hozzafeérhetove tett informacio
hasznélhaté fel, ideértve az érintett altal kifejezetten a munkavallalasanak elosegitése €rdekében kozzétett (pl.
Facebook.com szocidlis halé utjan régzitett) adatot. Harmadik személytdl a munkaéltaté csak a munkavillalo
elézetes hozzajarulasaval kérheti ra vonatkozo személyes adat szolgéltatasat.



8.7. Az érintett kifejezett hozzajarulasa, illetve jogszabdlyi elGiras hianyaban, a munkaviszony létesitésének
meghilsulasa esetén, a felvételi eljaras soran régzitett személyes adatokat 30 munkanapon beliil toréini kell.

8.8. A munkavallalé adatait a kivetkezd személyek ismerhetik meg:

- az érintett (kamerakép esetén az adott kameraképen szerepld érintettek);

- a feladataik ellatasahoz elengedhetetleniil sziikséges esetben, mértékben és ideig a Centrum kdnyveles
vezetdje, illetve meghatarozott — az érintett személyi anyagat kezeld — alkalmazottja;

- a feladataik ellatasahoz elengedhetetleniil sziikséges esetben, mériékben és ideig az érintett munkahelyi
vezetdi (a munkaltatéi jogkorgyakorlo vezetdvel bezardlag) és az altala kijeldit munkatarsai;

- konkrét ellendrzés céljabol az ahhoz elengedhetetleniil sziikséges esetben, mértékben és ideig a
adatvédelmi kapcsolattartd, az iigyvezetd, valamint a vizsgilati jogkorrel felruhdzott szervek
munkatarsai;

- birdsag, ligyészség, nyomozo hatdsag, illetve mas eljar6 hatosag hivatalos megkeresés alapjan az igényelt
mértékig;

- mas személyek — indokolt esetben — az érintett irasos hozzajarulasaval, a hozzajarulas mértékéig.

8.9. A munkaviszony megsziinését kovetd 10 év elteltével a munkavallalo adatait t6rolni kell személyi
nyilvantartasbol az illetékes szervezetnek, illetve annak a szervezeti egységnek, amelynek a személyzeti
nyilvantartasban a munkavallalé adata szerepel kivéve, ha a Centrum és a munkavailalé kozott ettdl eltérd
idotartalmi irasbeli megallapodas jon létre. A torlés az irdsbeli megallapodasban nem szereplé munkavallaloi
adatokra terjed ki.

8.10. Nem kell, illetve nem szabad torolni a munkaviszony megsziinését kivetden sem a munkavallald azon
adatait, amelyek torvény felhatalmazasa alapjan a tovabbiakban is nyilvantarthatok vagy megérzendok.

8.11. Human Informicids rendszer (SAP, KIRA) atjan torténo adatkezelés

A munkavallaloté! csak olyan adat kdzlése, vagy nyilatkozat megtétele kérhetd, amely személyiségi jogat nem
sérti, és a munkaviszony létesitése, teljesitése vagy megsziinése szempontjabd! lényeges.

A Centrum a rendszerben, valamint a személyiigyi dossziéban elhelyezett adatok nyilvantartasanak vezetéséhez
az érintett munkavallalo sajat magara vonatkozoan kételes adatot szolgéltatni. A nyilvantartas pontossaga,
teljessége, naprakészsége érdekeben az érintett munkavallalo az adatkorében beallt valtozasrdl koteles ot
munkanapon beliil, irasban bejelentést tenni.

Az alkalmazott térzsszam a rendszer altal generalt olyan belsé azonosité, amely nem tartalmaz az érintett
munkavallaloval kapesolatba hozhat6 személyes adatot. Hasznalata a munkaviszonnyal kdzvetleniil 6sszefliggd,
az e statuszhoz kapcsolodo adatkezeléseknél megengedett.

igazitottan, a munkavégzés megfeleld ellatasdhoz szilkkséges legkisebb mértékii jogosultsagi szinten ketl
meghatarozni. Az adatokhoz torténé hozzaférést, az azokkal végzett miiveleteket — a rendszer lehetdségeihez
mérten — részletesen naplézni kell. A kozvetlen munkahelyi vezetok felelosségi korébe tartozik a jogosultsagok
fentiek szerint meghatarozott legkisebb mértéki hasznalatanak biztositasa és a hataskértullépés kizarasa, ennek
ellendrzése, naprakészségének biztositasa, a jogosultsagok beallitasinak, mddositisanak, visszavonasianak
kezdeményezése.

8.12. Jelentési és tajékoztatasi kotelezettség

Az a munkavallalo, akinek tudomasara jut, hogy a Centrum, vagy annak adatfeldolgozoja altal kezeit személyes
adat jogosulatlan személy tudomaséara jutott, vagy jogsérté modon keriilt tovéabbitasra, koteles err6l a Centrum
adatvédelmi kapcsolattartéjat tijékoztatni. Az adatvédelmi kapcsolattartoja intézkedik az eset koriilményeinek
feltarasarol és az adatkezel6 szerv vezetojén keresztiil gondoskodik az érintett haladéktalan tajékoztatasarol.

8.13. A személyes adatok védelme adatfeldolgozd igénybevétele esetén
A Centrum a munkaviszonybél szarmazd kidtelezettség teljesitése céljabol a munkavallalé személyes adatait
adatfeldolgozo szamara atadhatja, amelyrdl a munkavallal6t el6zetesen tajékoztatni sziikséges.
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A munkavallalot mar a belépéskor tajékoztatni kell adatainak kiilsd szolgaltatohoz torténd tovabbitasardl. Ezt
kozérthetden és olyan modon kell megfogalmazni, hogy abbol a munkavallalé szamara vilagos legyen, hogy mely
személyi kor jogosult az adataihoz hozzaférni.

A szolgaltato szamara szerzédésben kell meghatarozni, hogy az adatok védelme érdekében milyen intézkedéseket
kell megtennie, illetve a védendd adatok megdrzésére, valamint annak megszegése jogkdvetkezményeire
vonatkozo elbirasokat is meg kell fogalmazni, tekintve, hogy az adatfeldolgozé altal okozott, a munkavallalot ért
karért a munkaltaté koteles helytallni,

8.14. A munkavallald ellendrzése
8.14.1. A Mt. lehetdséget biztosit arra, hogy a munkaltatd a munkavillalét a munkaviszony rendeltetésével
kozvetleniil Gsszefliggd, feltétleniil szilkséges okbol ellendrizze. A végrehajtas mddjat egyértelmiien, érthetden és
pontosan kell meghatarozni, beleértve a megfigyelés érdekében alkalmazott eszkozokkel kapesolatos
részletszabalyokat, a munkavallalo személyes adatai, személyiségi jogai védelmének garanciait is, betartva a
célhoz kotottség és a tisztességes adatkezelés elvét. A megfigyeldrendszert elsédlegesen az emberi élet, testi
¢pség, a személyi szabadsag védelme, veszélyes anyagok orzése, az lzleti, fizetési, bank- és értékpapirok
védelme, vagyonvédelem céljabol lehet alkalmazni.
8.14.2. A munkavallald kizarélag a munkaviszonnyal dsszefiiggd magatartasa tekintetében ellendrizhetd, amely
nem jarhat a személyes adatai, személyiségi jogai, az emberi méltosaga megsértésével. A munkavillalot
elbzetesen tajékoztatni kell azoknak a technikai eszkoztknek az alkalmazasardl, amelyek az ellendrzésére
szolgalnak.
8.14.3. Kameras megfigyelés esetén a kamerat nem lehet kizarélag egy munkavallald, illetve az altala végzett
tevékenység megfigyelése céljabdl elhelyezni, tilos tovabba oltézokben, zuhanyzokban, illemhelyiségekben,
orvosi szobakban, varokban hasznalni.
8.14.4. Az adatkezelonek minden egyes elektronikus megfigyelé eszkdz vonatkozisiaban pontosan meg kell
jeldlnie, hogy milyen célbol helyezte el az adott teriileten, milyen teriiletre, berendezésre iranyul. A felvételek
rogzitése esetén fGszabalyként azokat harom napig lehet megorizni. Az eszkozre vonatkozo helyi adatkezelési
szabalyzatban kell rogziteni — tobbek kozott — azokat a szabalyokat, hogy ki, milyen célbol és milyen
idokozonként nézheti vissza a felvételeket. A visszanézésére kizardlag a Centrumon beliil az érintett munkaltatoi
jogkorgyakorld, az altala megbizott munkavallald, valamint a belso szabalyzatok altal kijelolt szakértok szamara
szabad jogosultsagot biztositani.
8.14.5. Az elektronikus megfigyelorendszer alkalmazasihoz nem sziikséges a munkavallalok hozzajarulasa,
azonban elbzetesen — igazolhatdo modon — tajékoztatni kell dket a megfigyeldrendszer alkalmazasaval egyiitt jard
adatkezelés lényeges koriilményeirol, a kamerak latdksrében figyelemfelhivo jelzést is el kell helyezni.
A munkaltaténak az alkalmazott eszk6zokkel kapcsolatos részletszabalyokat a belsé normativ utasitasban kell
egyértelmiien, érthetGen, pontosan, részletesen meghataroznia, amelynek kidolgozasa soran kiilonds tekintettel
kell lennie az aranyossag kovetelményére valamennyi adatkezelési cél tekintetében.
8.14.6. Az elektronikus megfigyelSrendszer telepitésekor az alabbi garancidlis kévetelményeket kell megtartani:
1. A munkaltatoi ellenérzés akkor tekinthetd jogszeriiek, ha az a munkaviszony rendeltetésével kodzvetleniil
Osszefiiggod okbol feltétleniil sziikséges.
2. A munkavillalé maganélete nem ellendrizhetd.
3. A munkaltatéi ellendrzés és az annak soran alkalmazott eszkdzok, modszerek nem jarhatnak az személyes
adatai, személyiségi jogai, emberi méltdsaga megsértésével.
4. A munkavallalot eldzetesen tajékoztatni kell az adatkezelés lényeges kdvetelményeirol.
5. Az adatkezelés akkor jogszerii, ha a munkaltatd az adatkezeléssel kapcsolatban betartja az Infotv. alapveto
rendelkezéseit, a célhoz kitdttség és a tisztességes adatkezelés elvét,
8.14.7. A munkaltatéi ellendrzés esetleges jogszeriitlensége megalapozhatja a munkavallalo altal gyakorolt
azonnali hatalya felmondas jogat.
8.14.8. A munkavallalé a munkahelyi ellenérzésére vonatkozo adatkezelési szabalyok megsertése miatt a
Nemzeti Adatvédelmi és Informacidszabadsidg Hatésaghoz fordulhat. A Hatésag a megallapitott jogellenes
adatkezelés, jogsértés sulyatol fliggd birsagot szabhat ki a munkaltatora,



Amennyiben az esetleges jogszeriitlen munkaéltatéi ellendrzés a munkavalialé személyiségi- vagy adatkezeléssel
kapcsolatos jogainak sérelmével jar, az érintett a munkaltatotol a polgari jog szabalyai szerint sérelemdijat
kovetelhet, és kérheti a jogellenes adatkezeléssel okozott kara megtéritését.

8.15. Az informatikai eszkozdk hasznalata, naplozasa, ellenérzése

8.15.1. A Centrum a munkavallalok részére a munkakorok ellataséhoz, kizardlag munkavégzés céljara asztali
szamitogépet, hordozhaté informatikai eszkozt, kozponti tarhelyet, internet-hozzaférést, elektronikus postafiokot
biztosithat. Az informatikai biztonsag szintjének fenntartasa érdekében ezen eszkézok és szolgaltatasok
hasznélataval kapcsolatos forgalmi adatokat a Centrum a Mt. 11. § (1) bekezdése alapjan naplézza €s ellendrzi.
8.15.2. Az ellendrzésre szolgald technikai eszkdzok és biztonsagi rendszerek alkalmazasarél a munkavallalokat
minden részletre kiterjedGen tajékoztatni kell. Az informaciévédelmi nyilatkozat egyesitve tartalmazza az
informatikai biztonsagra, a védendo informacidkra, valamint az adatvédelemre vonatkozo részeket, amelynck egy
alairt példanyat a munkavallalé human dokumentumai kozott kell ethelyezni.

8.15.3. Az informatikai eszk6zok és szolgiltatasok rendeltetésszerd hasznalatara fel kell hivni a munkavallalok
figyelmét, beleértve azt is, hogy az informatikai eszk$z hasznalata 5Snmagaban megteremti annak jogalapjat, hogy
az abban rogzitett adatokat a munkaltatd, a jogszabalyi cloirasoknak €s jelen szabalyzatnak megfelelden
felhasznalja, és az informatikai eszkoz hasznalatat ellendrizze.

8.15.4. Az elbirdsok megsértése esetén, indokolt esetben tajékoztatni kell a munkaltatéi jogokat gyakorlo vezetot,
aki az adatvédelmi kapcsolattartd és az illetékes rendszergazda bevonasaval kiillon eseti ellendrzést rendelhet el.
Amennyiben az informatikai biztonsag veszélyeztetése is felmeriil, akkor indokolt az Informaciovedelem
szervezet bevondsa. A vizsgalat soran biztositani kell a munkavallaldé részvételének lehetoségét. Az ellendrzés
tényét, helyét, indokat, eredményét, valamint a résztvevok nevét jegyzokdnyvben kell rdgziteni.

8.16. Megkeresés alapjan torténé adattovabbitas

8.16.1. A Centrumhoz kiilsé szervezettdl, illetve maganszemélytdl érkezd, személyes adat kiadasara irdnyuld
megkeresés csak akkor teljesithetd, ha az érintett erre irasban felhatalmazza a Centrumot, Az érintett el6zetesen is
adhat ilyen tartalma felhatalmazast, amely szolhat valamely idGtartamra €s a megkereséssel €16 szervek
meghatarozott korére. Az ilyen megkeresések alapjan teljesitett adatszolgaltatassal kapcsolatos tényeket,
kérilményeket meghatarozott médon dokumentalni kell.

8.16.2. Az adatkozlést az érintett nyilatkozattételétdl fiiggetleniil teljesiteni kell, ha azt jogszabaly irja eld, igy
killondsen biintetd tigyekben eljard hatosagoktol — rendbrség, birosag, iigyészség, TEK, NAV stb. — valamint a
nemzetbiztonsagi szolgalatoktol érkezeté megkereséseket. E szervezetek megkereséseirdl, amennyiben ennek
egyéb toérvényi akadalya nincs — az elrendelt nemzetbiztonsagi ellendrzések lefolytatasa sordn tdrténd
iratbetekintések, adatkérések kivételével — az illetékes adatkezelé kozvetleniil, vagy felettese dtjan koteles a
jegyzokonyv megkiildésével tdjékoztatni biztonsagi foigazgatot, akinek jovahagyasat kovetden kell az
adatszolgaltatast a meghatarozott hataridon belill teljesiteni.

8.17. Elektronikus megfigyelorendszer (kamerarendszer)
8.17.1. Elektronikus megfigyelérendszer tdrvény, illetve helyi 6nkormanyzati rendelet alapjan mikodtethetd,
tovabba a milkédés jogalapjat az érintett 6nkéntes hozzajarulasa is megteremtheti. A Centrum vonatkozasaban a
megfigyelés torvényi alapjat a vagyonvédelmi tv. biztositja, egyeb esetekben az Infotv. elbirasai irAnyadok. A
felvételeket készitd rendszerek iizemeltetését, mint adatkezelést az adatvédeimi nyilvantartasba be kell jelenteni.
8.17.2. Az elektronikus megfigyeld rendszernek felvételt is lehetévé tevd formdja a kovetkezd esetekben
alkalmazhaté:

a) az emberi élet

b) atesti épség, a személyi szabadsag védelme

¢) aveszélyes anyagok Orzése

d) az iizleti, bank- és értekpapirtitok védelme, valamint

e) avagyonvédelem érdekében.
8.17.3. A kamera hasznalata soran fennalld koriilményeknek valosziniisitenitik kell, hogy a jogsértések észlelése,
az elkdvetd tettenérése, illetve e jogsértd cselekmények megeldzése, azok bizonyitdsa mas maodszerrel nem érhetd



el, tovabba e technikai eszkdzdk alkalmazasa elengedhetetleniil sziikséges mertékii, és az informacios
onrendelkezési jog aranytalan korlatozasaval nem jar.
A felvételt felhasznalas hianyaban legfeljebb a rogzitéstol szamitott harminc nap elteltével meg kell semmisiteni,
illetve tordlni kell, ha a régzitésre

a) nyilvanos rendezvényen az emberi élet, testi épség, személyi szabadsag védelme,

b) a Biinteté Torvénykonyvrol szolo torvény szerint legalabb jelent6s értékii pénz, értekpapir, nemesfém,

dragaké biztonsagos tarolasa, kezelése, szallitasa érdekében kerii] sor.

8.17.4. Felhasznalasnak az mindsiil, ha a felvételt, valamint mas személyes adatot birdsagi vagy mds hatdsagi
eljarasban bizonyitékként felhasznaljak.
8.17.5. Az, akinek jogat vagy jogos érdekét a felvétel, illetve mas személyes adatanak rogzitése érinti, az
adatkezelés tartaman beliil joganak vagy jogos érdekének igazolasaval kérheti, hogy az adatot annak kezeldje ne
semmisitse meg, illetve ne térdlje. Birosag vagy mas hatosag megkeresésére a felvételt, valamint mas személyes
adatot a birdsagnak vagy a hatésagnak haladéktalanul meg kell kiildeni. Amennyiben megkeresésre attol
szamitott harminc napon beliil, hogy a megsemmisités mellozését kérték, nem keriil sor, a felvételt, valamint més
személyes adatot meg kell semmisiteni, illetve toréini kell.
8.17.6. A felvételt, valamint mas személyes adatot csak az arra jogosult személy jogosult megismerni, akinek ez
a szerzddésbol fakadé kotelezettségei érvényesitéséhez sziikséges, és a jogsértd cselekmény megelézése vagy
megszakitisa érdekében melldzhetetlen. A felvételt, valamint személyes adatot kezeld, vagy egyéb okbol annak
megismerésére jogosult személy- és vagyonvédelmi tevékenységet veégzd személy nevét, az adatok
megismerésénck okat és idejét jegyzokdnyvben kell régziteni.
8.17.7. Vasarlék szamara megnyitott teriileteken, illetve lizemi teriileteken, munkateriileteken figyelemfethivo
jelzést, ismertetést kell elhelyezni a megfigyelt teriileten, jol lathato helyen, jol olvashatéan, a teriileten
megjelenni kivano harmadik személyek tajékozodasat elosegitd moédon. Az adatkezelés Snkéntes hozzajarulas
alapjan torténik, amelyet az érintettek tajékoztatason alapulé rautalé magatartasa alapoz meg.

8.18. A személyes adatokat tartalmazo iratok, adathordozok kezelése

8.18.1. A személyes adatokat tartalmazé iratok, adathordozék kizarélag zart boritékban (vagy egyéb, ezzel
egyvenértékii megoldassal, pl. szamkddos taska) tovabbithatok a cimzett részére, €s azokon fel kell tiintetni, hogy
az ., Zartan kezelend6!” Ezt a megjelolést a személyes adatok elektronikus adattovabbitasa, valamint elektronikus
megjelenitése soran is alkalmazni kell. Kivételt képeznek azok az elektronikus adattovabbitasok, melyek tartalmi
és formai elemeit jogszabily, vagy jogszabaly felhatalmazasa alapjan hatosag irja eld, valamint a human
szolgaltatas belsd szervezeti egységei kdzotti adattovabbitas, amennyiben megfeleloen biztositott a munkavallatoi
személyes adatok illetéktelen hozzaférés elleni védelme.

8.18.2. Az igy jelolt adattartalom esetében gondoskodni kell az adatok védett kezelésérdl oly mddon, hogy
azokhoz kizardlag a megismerési jogosultsaggal rendelkezok, dokumentilt modon férhessenek hozza —
elektronikus feldolgozas, tovabbitds esetén, a rendelkezésre allo lehetoségek felhasznalasaval — technikai
védelemmel (pl. a Centrum &ltal rendszeresitett titkositasi médszerrel) is biztositani kell. A kezelési jelolést a
dokumentumon és a személyes adatok feldolgozasara hasznalt alkalmazasok segitségével a szamitogépek
monitoran is meg kell jeleniteni. Az adatok az érintett életében csak akkor hozhaték nyilvanossagra, ha azt
térvény elrendeli, vagy ahhoz az érintett hozzajarult.

8.19. Tiltakozas személyes adat kezelése ellen

Az érintett tiltakozhat személyes adatanak kezelése ellen,

a) ha a személyes adatok kezelése vagy tovabbitdsa kizarolag az adatkezelore vonatkozo jogi kotelezettség
teljesitéséhez vagy az adatkezeld, adatatvevé vagy harmadik személy jogos eérdekének ervényesitéséhez
sziikséges, kivéve kotelez6 adatkezelés esetét;

b) ha a személyes adat felhasznalasa vagy tovabbitasa kézvetlen tizletszerzés, kozvélemeny-kutatas vagy
tudomanyos kutatas céljara térténik; valamint

¢) torvényben meghatarozott egyéb esetekben.

Az adatkezel$ a tiltakozast a kérelem benyijtasatol szamitott legrévidebb idén beliil, de legfeljebb 15 napon beliil
megvizsgalja, annak megalapozottsaga kérdésében dontést hoz, és dontésérdl a kérelmezot irasban tajekoztatja.

8.20. Birosagi jogérvényesités
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Az érintett jogainak megsértése esetén az adatkezeld ellen birosaghoz fordulhat. Azt, hogy az adatkezelés a
jogszabalyokban foglaltaknak megfelel, az adatkezel6 koteles bizonyitani.

o A CENTRUM HONLAPJA

9.1. A Centrum honlapjan lehetoség van hirlevél szolgaltatas igénybevételére, vagy mas értesitésre torténd
feliratkozasra, amely soran név, cégnév és elérhetdségi adatok (e-mail cim, telefonszam stb.) keriilnek rogzitésre.
A regisztracios adatok kizardlag a szolgaltatassal kapcsolatosan hasznalhatoak fel, harmadik fél részére nem
adhatok at. A szolgaltatas felmondasara minden esetben lehetdséget kell biztositani, amely soran a korabban
felvett adatokat visszaallithatatlanul t6rdlni kell. A honlapon hivatkozast kell elhelyezni, amely tartalmazza a
honlap adatkezelésére vonatkozo ,,Adatkezelési tajékoztato™-tot és/vagy ,, Adatkezelési szabalyzat™-ot.

9.2. A honlapon korabban elhelyezett nyilatkozatokat a honlap tartalmaért felelds szervezetnek naprakészen
kell tartania. Az utolsé valtozat aktualizalasanak idopontjat fel kell tiintetni. A szabalyozasban bekovetkezett
valtozasrol a hirlevélre feliratkozottakat tajékoztatni sziikseges.

9.3. A Centrum honlapjat latogatok szamitogépén cookie elhelyezésérdl

9.3.1. Az elektronikus hirkdzlésrd! szolo torvény szabalyozza a cookie (a tovabbiakban: siiti} hasznalatat,
amely alapjan a felhasznalo elektronikus hirkozlo végberendezesén csak az érintett vilagos és teljes korii — az
adatkezelés céljara is kiterjedd — tajékoztatasat kovetd kifejezett hozzajarulasa alapjan lehet adatot tarolni, vagy
az ott tarolt adathoz hozzaférni.

9.3.2. A felhasznalét a jogi kozlemény és adatkezelési tajékoztato Gtjan elGzetesen teljes koriien és részletesen
tajékoztatni kell a szamitdgépére felmasolni kivant adatokrol, majd miutan ehhez megfeleloen dokumentalt
hozzajarulasat adta, tolthetd fel a siiti az eszkozére. A siiti elhelyezdjének bizonyitani kell tudnia, hogy a
felhasznalo a hozzajarulasat megadta.

9.3.3. A Centrum honlapjan a siitik kezelését e szabalyoknak megfeleléen kell kialakitani, és azokat az
adatkezelési nyilatkozat megfeleléen dokumentalt elfogadasat kovetden lehet a felhasznalé végberendezésén
elhelyezni.

10. FENYKEP- VIDEO-, HANGFELVETEL KESZITES ALTALANOS SZABALYAI

10.1. Adott személyekrol készitett fénykép- video-, illetve hangfelvétel személyes adatnak mindsiil, amelynek
elkészitéséhez és felhasznalasahoz — torvényi felhatalmazas eseteit kivéve — az érintett személy hozzdjarulasa
szilkséges.

10.1.1. A hozzajarulas rautalo magatartassal is megadhatd, azonban célszerii ehhez irasbeli hozzajarulast kémi.
Nem sziikséges a hozzajarulast beszerezni akkor, amikor a felvétel dsszhatasaban o6rékit meg nyilvanossag elott
lezajlott eseményeket peldaul tomegfelvétel, illetve nyilvanos kozéleti szereplés esetén, fliggetleniil attdl, hogy a
felvételen az érintett felismerhetd-e.

11. HATOSAGI ADATSZOLGALTATASOK

11.1. A hivatalos szervektdl birdsag, kozigazgatasi szerv— érkezett, személyes adatokat érintd
adatszolgaltatast az illetékes szervezeti egység a megkeresésben megadott hatariddig, ennek hianyaban 15 napon
beliil teljesiti, a Centrum altali adatszolgaltatas folyamatarol szolé mindenkori hatalyos szabalyozasban
foglaltaknak megfelelGen.

11.2. A nyomozé hatésagi adatkéréseket a hatosagi adatkérésben illetékes szervezet munkavallalgja teljesiti.



11.3. Ha a megkeresés alakisaga, a megkereséssel érintett adatkdr kiadhatésaga aggalyos, az illetékes
szervezeti egység a belsé adatvédelmi kapcsolattartd soron kiviili allasfoglalasat kéri.

11.4. Ha a megkeresés jogszeriiségét a belsd adatvédelmi kapcsolattartd is aggilyosnak tartja, koteles az
ligyben a Hatosag siirgdsségi eljarasat kezdeményezni.

11.5. A megkeresés ez esetben a Hatosag allasfoglalasatol fliggden teljesithetd, kivéve, ha az allasfoglalas a
megkeresésben megadott hatarido alatt nem érkezik meg a Centrum részeére. Ez esetben a megkeresést a megadott
hataridében a Centrum Kijelslt szervezeti egysége teljesiti.

12. BELSO ADATVEDELMI NYILVANTARTAS

12.1. Az adatkezelést végzd szervezeti egység vezetSje nyilvantartasba vétel céljabol kételes a Centrum
adatvédelmi kapcsolattartéjanak bejelenteni az adatkezelésre vonatkozd adatokat, tovabba az adatkezelésre
vonatkozéan helyi adatvédelmi ¢és adatkezelési szabalyozast ad ki, amely az adatkezelésre vonatkozo
bejelentésben szerepld adatokon tilmenden tartalmazza az adatokhoz hozzaféréssel rendelkezék korét, valamint
az adatok elektronikus feldolgozasa esetén az adatok mentésének, azok taroldsanak rendjét is.

12.2. Az adatkezelésrdl szol6 bejelentést, valamint a helyi adatvédelmi és adatkezelési szabalyozast az
adatkezelés megkezdését megel6zden legalabb 15 nappal meg kell kiildeni az adatvédelmi felelosnek a
nyilvantartas napra készen torténd tartasa céljabol.

12.3. Meglévo adatkezelésbol torténd legyljtés eredményekeént létrejovo adatkezelés W adatkezelésnek szamit,
amennyiben az adatkezelés célja eltéroen keriil megfogalmazasra, vagy az adatkezeld személye megvaltozik.
llyen esetben erre vonatkozoan is bejelentési, illetve szabalyzatkészitési kotelezettség lép életbe. Vitas esetben az
adatvédelmi szakérto allasfoglalasat kell kérni.

12.4. Az adatvédelmi kapcsolattartd — a belsé adatvédelmi nyilvantartas adatai alapjan -~ a személyes
adatkezelés nyilvantartasba vételét kéri a NAIH-t0l az adatkezelés megkezdése elétt legalabb 10 nappal. Az
adatkezelés — a kotelezd adatkezelés kivételével, illetve amennyiben a NAIH a nyilvantartasba vétel iranti
kérelmet a hataridon beliil nem biralja el — a nyilvantartasba vétel nélkiil nem kezdhetd meg.

12.5. A NAIH szamara nem kell bejelenteni — tébbek kdzott — azt az adatkezelést, amely

a) az adatkezeldvel munkavégzésre iranyuls jogviszonyban allé személyek adatait tartalmazza,

b) a foglalkozas-egészségiigyi ellatasban kezelt személy betegségére, egészségi allapotara vonatkozo
személyes adatokat tartalmaz, gyogykezelés, vagy az egészség megérzése, tarsadalombiztositasi igény
érvényesitése céljabol;

¢) az érintett anyagi és egyéb szocialis tamogatasa céljabol nyilvantartott személyes adatokra vonatkozik.

12.6. A belsd adatvédelmi nyilvantartasba bejelentett adatok valtozasat, vagy az adatkezelés megsziinését az
adatkezelésért felelos szervezeti egység vezetGje nyolc napon beliil kiteles bejelenteni a Centrum adatvédelmi
kapcsolattartojanak, aki ennek megfeleléen modositja a belsé adatvédelmi nyilvantartas adatait, ¢s ha sziikséges,
kezdemenyezi a NAIH szerinti bejegyzés modositasat.

13. ADATTOVABBITASI NYILVANTARTAS

13.1. A Centrum adattovabbitast végzd adatkezelGinek nyilvantartast kell vezetnie az altaluk végrehajtott
adattovabbitasok jogszeriiségének ellendrzése, valamint az érintett tajékoztatasa céljabol, amelynek tartalmaznia
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kell a kezelt személyes adatok tovabbitasanak iddpontjat, az adattovabbitas jogalapjat és cimzettjét, a tovabbitott
személyes adatok korének meghatarozasat. A nyilvantartas papir alapon, és elektronikus aton is vezethetd.

13.2. A feldllitott adattovabbitasi nyilvantartasr6l, annak papir alapu, vagy elektronikus jellegérdl az
adatvédelmi kapcsolattartot tajékoztatni kell. A tajékoztatas tartalmazza a létrehozas idejét, helyét, kezelsjét stb.
Nem szilkséges kiilon adattovabbitasi nyilvantartas készitése amennyiben az adatok a rendszerbol lekérdezés
utjan egyértelmiien kimutathatok. A nyilvantartasban az adatokat &6t évig, kiilonleges adatok esetében husz évig
meg kell orizni.

13.3. Adattovabbitas

13.3.1. Adattovabbitas harmadik személy részére

Személyes adatot tovabbitani harmadik személy részére csak torvény alapjan, vagy az €rintett hozzijarulasaval
lehet, ha az adatkezelés feltételei minden egyes személyes adatra nézve teljesiilnek. Az adatfeldolgozasra iranyuld
adatatadas nem mindsiil adattovabbitasnak. Az adattovabbitast megelozGen az adatgazda kotelessége
megvizsgalni, hogy annak tdrvényi feltételei fennallnak-e, illetve a tovabbitast kovetoen az adatkezeles feltételei
minden egyes személyes adatra megvalosulnak-e.

Ugyanazon adatkezelok szamara torténo, azonos érintettre vonatkozo, és azonos célii adattovabbitas elott az
adatvédelmi kapcsolattartot is be kell vonni a folyamatba. Az ezt kévetd adattovabbitasok soran kiilon vizsgalatot
lefolytatni nem kell.

Az adattovabbitasrdl a jelen Szabalyzat 5. szamil minta szerinti formaban adattovabbitasi nyilvantartast koteles az
adott szervezeti egység vezetni, amelynek egy példanyat a targyévet kdvetd év januar 15-€ig az irattarban kell
clhelyezni. Az adattovabbitasi nyilvantartast az adatatvétel, itletve az adattovabbitas évét kovetd otodik év végéig
(kiilonleges adatok esetén hiisz évig) kell megdrizni.

Az adattovabbitasi nyilvantartas tartalmazza:

a) az adattovabbito altal kezelt/gyijtott személyes adatok tovabbitasanak idépontjat,

b) a tovabbitott adatkoroket,

c) az adattovabbitas jogalapjat és cimzettjét (név, cim, székhely),

d) az adattovabbitasért felelds nevét és telefonszamat.

14. ATAVOLROL VEGZETT MUNKA/ TAVMUNKA

Amennyiben a munkafeladatok ellatasa tavolrol végzett munka utjan valosul meg (pl. VPN kapcsolaton
keresztiil), és az nem a Centrum altal biztositott eszkdz igénybevételével torténik, a Centrum nem tekinthet be az
eszkdzon tarolt, nem a munkaviszonnyal §sszefiiggh adatokba. Amennyiben a tivmunkéahoz a Centrum kizardlag
munkavégzés céljara biztositja az eszkozt, a felhasznalasaval Gsszefiiggo tilalom, vagy korlatozas betartdsanak
ellendrzése céljabdl a Centrum a teljes adattartalmat ellenorizheti.

15. A MUNKAHELYI TELEFONHASZNALAT ELLENORZESE

15.1. A munkaltaté jogosult a munkavallald rendelkezésére bocsatott telefon hasznalatat ellendrizni, amelynek
azonban meg kell felelnie az adatvedelmi jogszabalyok altal tamasztott kévetelményeknek.

15.2. A munkavallal6 altal lefolytatott telefonbeszélgetések mind a hivott, mind a hivo fél személyes adatianak
mindsillnek, ezért maganjellegli telefonhivasokkal kapcsolatos személyes adatok kezeléséhez mindkét fél
hozzajaruld nyilatkozata sziikséges. A hivatalos hivasokkal kapcsolatos adatok kezeléséhez nem feltétel az
érintett munkavallalo hozzajarulé nyilatkozatanak megléte, azonban a tdjékoztatas ebben az esetben sem
maradhat el.
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15.3. A munkaltato, illetoleg az ellendrzésre feljogositott személy a nem munkavillalo személy hozzijarulo
nyilatkozata beszerzésének nehézkes volta, illetve annak lehetetlensége miatt a munkavalialo altal lefolytatott
maganjellegli telefonhivasok adatait nem jogosult kezelni. A célhoz kotstt adatkezelés elve megfeleloen
alatamaszthato célt igényelne a munkaltaté oldalar6l, ami azonban — tekintette] arra, hogy annak megallapitasan
tul, hogy a munkavallald telefonhasznalatibdl mekkora Gsszeget tesz ki a magancélu hivasok aranya, tovabbi
jogositvanya munkaltatoi jogositvanyokbd! nem szarmazik — nem igazolhato.

15.4. A munkahelyi telefonhasznalat ellenrzésére az alabbi modszerek alkalmazhatok:

° Keretdsszeg hatarozhatd meg, amely fedezi az adott munkakor betdltéséhez sziikséges telefonkoltséget.
Abban az esetben, ha a munkavallalé e koltségen beliil maradva, magancéla telefonbeszélgetéseket is
folytat, azt a munkaltatd természetbeni juttatasként biztosithatja részére. A meghatarozott kdltségen feliili
Osszeg a munkavallaldra atharithato.

¢ A munkavallalé altal hasznalt telefon hivaslistaja a munkavallalénak lezart boritékban atadhato (azt
elozetesen a munkadltato nem kezelheti), amelyrdl érintett a magan hivasok telefonszamait oly modon
torli, hogy azokat a késobbiekben ne lehessen azonositani. Az ilyen hivasok koltségei kiterhelhetok a
munkavallalora.

15.5. A telefonbeszélgetések lehallgatasa tilos.

16. AZ INTERNET HASZNALATANAK ELLENORZES

16.1. A Centrum az internet hozzaférést bocsajt bizonyos munkavallalé rendelkezésére, annak magan célbol
torténo felhasznalasat megengedi.

16.2. A Centrum jogosult az internet hasznalatanak korlatozasara oly médon, hogy megnyithatd oldalak korét
meghatdrozza, illetve egyes oldalak megnyitasat az informatikai rendszer segitségével korlatozza.

16.3. Amennyiben a kellden tajékoztatott felhasznalo annak tudataban keres fel egy honlapot, hogy arrdl
tudomast szerezhetnek, akkor egyuttal hozzajarul ahhoz is, hogy az ellendrzést lefolytatd személy megismerhesse
az altala megtekintett oldalakat is.

17.  TISZTA iROASZTAL ES TISZTA KEPERNYO

17.1. A személyes adatok megfelelo kezelése érdekében a Centrum valamennyi munkavallaldja kételes a papir
alapt dokumentumok ¢és a digitalis adathordozok fizikai hozzaférés védelmérdl gondoskodni, amelynek betartasat
a munkahelyi vezeto alkalomszeriien ellendrzi.

17.2. Tiszta asztal

a) A személyes adatokat tartalmazd papir alapu, valamint szamitogeépes adathordozok, hordozhatod
szamitogépek illetéktelen személy szamara hozzaférheté modon, feliigyelet nélkiil nem hagyhatok.

b)  Ahol zirhato széfek, iratszekrények, fiokok, szekrények nem allnak rendelkezésre, a feliigyelet nélkiil
hagyott iroda ajtajat minden esctben be kell zarni, oda illetéktelen személy bejutasat egyéb technikai és
szervezési intézkedésekkel meg kell akadalyozni.

¢} A munkaidé végén valamennyi személyes adatot tartalmazé adathordozot el kell zarni (pl. széf,
lemezszekrény, egyeb zarhato bator), vagy megfelel technikai intézkedéssel meg kell akadalyozni az
illetéktelen személy szamara az adathoz vald hozzaférést, valamint az azt hordozo eszkéz eltulajdonitasat
(pl. Kensington zar).

d) Személyes adatot tartalmazé informacio nyomtatasa soran a nyomtaté nem hagyhatd Orizetleniil.
Technikai akadaly esetén gondoskodni kell arrdl, hogy a késébb kinyomtatasra keriild dokumentum ne
Juthasson illetéktelen kezekbe.
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e) A személyes adatok tarolasara, elhelyezésre, feldolgozasara szolgalo irodahelyiséget meg ideiglenes
feliigyelet nélkiil hagyas esetén is be kell zarni.

f) A személyazonositd informaciokat (pl. telefonjegyzék, cimjegyzek) oly modon kell elhelyezni, hogy
azok tartalmat illetéktelenek ne ismerhessék meg.

17.3. Tiszta képernyd

a) A személyes adatokat tartalmazo szamitogép felhasznaloja a munkaszoba elhagyasa esetén jelentkezzen

ki a szamitogépébol, vagy zarolja azt a ,,Windows™ valamint az L™ billentyii egyidejii lenyomasaval.

b) A személyes adatok feldolgozasara alkalmazott szamitogep képerny6jét az alabbi modszerek

valamelyikének alkalmazasaval védeni sziikséges a jogosulatlan ralatas, betekintés el6l:
- amunkaasztalok megfelel6 elhelyezésével, elforditasaval
- paravan alkalmazasaval
- a helyiségbe torténd belépés korlatozasaval
- olyan technikai eszkoz felszerelésével, ami a betekintési szbget jelentdsen korlatozza
- abetekintés ideiglenes korlatozasara az a) pontban leirt modszer is alkalmazhato.

c) Amennyiben ezen mddszerekkel nem akadalyozhato meg a betekintes, illetve a helyiségbe rendszeres
munkavégzésre beosztott mas munkavallalo illetéktelen betekintése, abban az esetben az adatvédelmi
szabalyok megismertetésével, sziikség esetén titoktartasi nyilatkozat kitdltésével kell biztositani az adatok
megfeleld védelmét.

A személyes adatok feldolgozasara szolgald alkalmazésokat Ogy kell kialakitani, hogy a monitoron tdrténd
megjelenités soran figyelmeztetd jelzés utaljon a tartalom zart kezelést igényld jellegére (pl. figyelmeztetd
felirattal vagy figyelemfelkeltd szin, effektus hasznalataval). A jelenleg hasznalt atkalmazasok korrekcioja sordn
gondoskodni kell az el6zokben irtak szerinti megoldas megvaldsitasarol.

18. ELEKTRONIKUS LEVELEZES

18.1. Az elektronikus levelet azonos szintii védelemben kell részesiteni, mint a hagyomanyos, postai uton
tovabbitott kiildeményt. A munkaltatd megbizisabdl, a munkavallalé altal hivatalos iigyekben irt és fogadott
elektronikus dokumentum tartalmat a munkaltatd jogosult megismerni, ugyanakkor biztositani kell a levelezésben
érintett harmadik személy azon jogat is, hogy az adatkezelés részleteirdl tjékoztatast kapjon.

18.2. A Centrum altal biztositott elektronikus levelezd rendszer hasznélata soran, a személyes adatok védelme
érdekében, az alabbi szabalyokat kell betartani:

a) a levelezd rendszer hivatalos célra hasznalhato;

b) a tdbb mint szaz e-mail cimzett esetén a kiildemény valamennyi cimzettjét rejtett modon (titkos masolat
mezdben) kell megadni a spam kiildemények csdkkentése érdekében;

¢) amennyiben a cimzettek kozott a Centrum levelezbrendszerén kiviili cimzett is szerepel, vizsgalni kell a
b) pontban leirt mddszer alkalmazasanak sziikségességét;

d) a nagyobb mennyiségii személyes adatot tartalmazé kiildemény tovabbitasa kizarolag technikai
védelemmel (illetéktelen megnyitds ellen jelszéval védett Office dokumentumban, RMS védelemmel,
jelszoval védett tomoritett allomanyban stb.) engedélyezett;

e} A személyes adatot tartalmazo elektronikus leveket a kovetkezo zaradékkal kell ellatni:

,»A jelen levélben kézbesitett informacié kizardlag a cimzettnek szol, és bizalmas iizleti, illetve személyes
adatokat tartalmazhat. Amennyiben nem On a levél cimzettie, a levélben talalhaté informacid
felhasznalasa, vagy barmilyen médon t6rténd kozzététele, masolasa vagy megosztasa tilos. Amennyiben
jelen levelet tévedésbdl kapta meg, kérem lépjen kapcsolatba a levél feladojaval és az iizenetet
haladéktatanul torolje a szamitogépérol. A levél feladdjanak e-mail cime kifejezetten vallalati
felhaszndlasra szolgal, a biztonsagi szervezet — vezetOi ellendrzés céljabdl — betekinthet tartalméba,
kérem erre a cimre maganjellegl kiildeményt, reklamanyagot ne kiildjon!”.



23

18.3. A munkavallalé altal hasznalt e-mail postafiok ellenérzése:
- a munkavallalét az ellendrzést megel6zden tajékoztatni kell az ellendrzés részleteirdl,
- a munkaltato korlatozhatja az e-mail postafiok hasznalatat,
- meghatarozhatok azok a cimek, ahonnan e-mail fogadhato, illetdleg amelyekre kiildhetd,
- korlatozhato a kiildott/fogadott levél mellékletének terjedeime.

18.4. Amennyiben a felhasznalé munkavégzésre iranyuld jogviszonya megszinik, a rendelkezésére bocsatott e-
mail cimet a munkaviszony megsziinésével egyidejiilleg meg kell sziintetni. A levelezésre hasznalt szamitégep
adattartalmara vonatkozéan a felhasznéalét nyilatkoztatni kell. A beérkezd leveleket a feladonak automatikusan
vissza kell kiildeni, tijékoztatva 6t arrdl, hogy az adott e-mail cimm megsziint, és megadni szamara az adott
feladatot a tovabbiakban végzd felhasznald elérhetdségét.

18.5. A kizardlag munkavégzés céljabol biztositott e-mail postafiok esetén a munkaltatonak joga van a
postafiokban lévs e-mailek fejlécének megtekintése utdn — ahol szerepel a kiildd €s a fogadd személye, e-mail
cime, a levél megnevezése, a kiildés idopontja, a levél mérete — a konkrét levél kiadasat kérni a munkavallalotol.
A munkavallald a levél atadasat csak a harmadik személy jogat sértd levéltitokra torténd hivatkozassal tagadhatja
meg. Abban az esetben, ha az e-mail postafiokot kizardlag hivatalos hasznalatra adtak at szdmara és az abban
talalhatd maganjetlegii levelet a munkavallalé irta, vele szemben munkajogi szankciokat alkalmazhat a
munkaltatoi jogkdrgyakorld.

18.6. Amennyiben egy munkavallalo tartés tavolléte alatt, vagy munkaviszonyanak megsziinését kiveten a
személyhez rendelt e-mail postafiok ellendrzése sziikséges, vagy indokolt, az érintett munkavallalo altal a
levelezé rendszerben a postafiokjahoz hozzaféréssel rendelkezéd masik munkavillalé — ha ilyen személy nincs,
vagy nem tartozkodik a munkahelyen, akkor a munkaltatoé felkérésére a rendszer iizemeltetéséért felelos
informatikus — jegyzokdnyv felvétele mellett betekinthet az e-mail postafiokba. Amelyik levélrol egyértelmiien
megallapithatd, hogy hivatalos targyi, atadhatd a munkaltatonak. A tavollévd érintettet, az informacios
onrendelkezési jog maradéktalan érvényesiilése érdekében tdjékoztatni kell arrél, hogy mas szemely az e-mail
postafiokja tartalmat megismerte.

19. VEDENDO INFORMACIO KEZELESE

19.1. A munkavillalo kételes megorizni a munkakore betoltésével dsszefliggésben tudomasara jutott védendd
informaciot, amelynek kozlese a munkaltatéra, vagy mas szemelyre hatranyos kévetkezménnyel jarhat.

20. A MUNKAHELYRE ERKEZO MAGANJELLEGU KULDEMENYEK KEZELESE

20.1. Maganjellegii levelezés folytatasa a Centrumnal nem engedélyezett. Amennyiben ennek ellenére postai,
vagy futar atjan ilyen névre sz6lo kiildemény érkezik, annak felbontasa nem csak az érintett személyes adatai
védelméhez, hanem a levéltitokhoz valo joganak sérelmevel is jarhat, ezért azt mas nem bonthatja fel, a
cimzettnek at kell adni, vagy a feladdjanak vissza kell kiildeni.

20.2. Amennyiben kétség meriil fel a levél hivatalos, vagy maganjellegét illeten, a cimzett szdmara
lehetGséget kell biztositani a kiildemény felbontasara.

20.3. Ha egy levélrdl a felbontast kovetden deriil ki, annak maganjellege, a boritékot vissza kell zarni €s a téves
felbontas tényérol késziilt jegyzokdnyvet mellékelve kell atadni az érintett munkavallalonak.
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21. EGYEB FELADATOK ES FELELOSSEG

Az érintett munkavallalokat felvételkor, illetve munkakoriik megvaltozasa esetén, a munkakériik jellegéhez
igazoddan, a kelld mértékig, dokumentalt mddon tajékoztatni sziikséges az adatvédelem kérdéseirdl, amelyért a
munkaltatdi jogkdr gyakoridja a felelds.

22, AZ ADATVEDELMI SZABALYOK MEGTARTASANAK ELLENORZESE

22.1. Az adatvédelmi és adatbiztonsagi intézkedések betartisanak, valamint jelen szabalyzat rendelkezései
érvényesiilésének ellendrzésére jogosultak:

a) a Centrum f6igazgatdja, kancellarja, foigazgato-helyettese, gazdasagi vezetdje.

b} az adatvédelmi tanacsado

¢) ajogszabalyban erre felhatalmazott személy (példaul a NAIH tisztvisel6i)

d) a Centrum altal megbizott személy (pl. kiilsd auditor).

22.2.  Azellendrzésnek kiilonosen az alabbiakra kell kiterjednie:
a) adatkezelési szabalyzat
b) adatkezelési tajékoztato és adatvédelmi nyilatkozat
¢) az adatvédelmi nyilvantartasba torténd bejelentés
d) feliratok, piktogramok megléte
e) a munkavillalok betekintési- €s hozzaférési jogosultsaganak naprakészsége
f) a fizikai biztonsagi elbirasok érvényesiilése
g) a jelszavak idoszakonkénti cseréje
h) az adattovabbitasi nyilvantartas vezetése
i) adathordozok meglétének szaréprobaszeri ellendrzése
j) aselejtezés, megsemmisités végrehajtasara, dokumentalasa
k) a jelen szabalyzat rendelkezéseinek betartasa.

23. AZ ADATVEDELMI RENDELKEZESEK MEGSERTESE ESETEN KOVETENDO ELJARAS

23.1. Az adatvédelmi szabalyok megsértése, vagy ennek kozvetlen veszélye észlelése esetén, barki kozvetleniil
az adatvédelmi kapcsolattartohoz fordulhat. Az adatvédelmi kapcsolattarto a bejelentés megalapozottsaga, illetve
az adatvédelmi elBirasok megsértésének észlelése esetén annak megsziintetésére szolitja fel az adatkezeldt, és
azokkal a munkavallalokkal szemben, akik a Centrum adatvédelmi és adatbiztonsigi szabalyzata elbirasait
megsértették, az érintett munkaltatdi jogkdrgyakorlgjanal hatranyos jogkdvetkezmény megallapitasara vonatkozd
munkaltat6i intézkedést, esetlegesen tényfeltaré vizsgalatot kezdeményez. A megallapitas, illetve a tényfeltaré
vizsgalat az adatvédelmi kapcsolattartd bevonasaval torténik.

23.2. A tényfeltaré vizsgalat lefolytatasara, a vétkes kotelezettségszegés megallapitasara, a hatranyos
jogkovetkezmények és mas munkajogi intézkedések alkalmazasara a munkaviszonyra vonatkozé szabalyok (Mt.,
belsd szabalyzatok, utasitisok) iranyadéak. A szankcioknak aranyban kell allniuk a kotelezettségszegés sulyaval
és az okozott karral.

24. ADATVEDELMI INCIDENSEK KEZELESE

24,1. Az a munkavallalo, aki a Centrum altal kezelt vagy feldolgozott személyes adatokkal kapcsolatban
adatvédelmi incidenst, azaz személyes adat jogellenes kezelését vagy feldolgozasat, igy kiilondsen jogosulatlan
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hozzaferest, megvaltoztatast, tovabbitast, nyilvanossagra hozatalt, torlést vagy megsemmisitést, valamint véletlen
megsemmisiilést és sériilést észlel, azt koteles a kozvetlen vezetdje Gtjan haladektalanul az adatvédelmi
kapcsolattartonak bejelenteni, megadva a nevét, telefonszamat és/vagy e-mail cimét, a szervezeti egyseget, az
incidens targyat, valamint azt, hogy az incidens informatikai rendszert érint-e.

24.2. A bejelentd tovabbi olyan informacickat is megadhat, amelyeket az incidens beazonositasa,
megvizsgalasa szempontjabol lényegesnek itél.

24.3. A kapcsolattartd a bejelentést kovetden tajékoztatja az iigyvezetot az adatvédelmi incidens
bekovetkezéserdl, megadva a bejelentd nevét, telefonszamat és/vagy e-mail cimét, szervezeti egységét, tovabba a
bejelentett adatvédelmi incidens targyat, azt, hogy az incidens informatikai rendszert érint-e, valamint a tovabbi, a
bejelentd altal tudomasara hozott egyéb informaciokat.

24.4.  Amennyiben a Centrum ellenérzésre jogosult szervezeti egységei a feladataik ellatdsa soran adatvédelmi
incidenst észlelnek, a bels6 adatvédelmi felelost értesitik.

24.5. A bejelentés megvizsgalasa és az incidens kezelése

24.5.1. A belsé adatvédelmi kapcsolattartd — informatikai rendszert érintd incidens esetén az érintett szervezeti
egységgel egyiittmilkodve — a bejelentést megvizsgalja, a bejelent6tdl adatszolgaltatast kér, amelyet a bejelentd
koteles haladéktalanul, de legkésobb 2 munkanapon beliil teljesiteni.
24.5.2. Az adatszolgaltatasnak tartalmaznia kell
[.  azincidens bekdvetkezésének idopontjat és helyét,
II.  azincidens leirasat, korillményeit, hatasait,
Ill.  azincidens soran kompromittalodott adatok korét, szamossagat,
IV.  akompromittalodott adatokkal érintett személyek korét,
V. azincidens elharitasa érdekében tett intézkedések leirasat,
V1.  akar megel6zése, elharitasa, csdkkentése érdekében tett intézkedések leirasat.
24.5.3. Amennyiben az adatszolgaltatas alapjan az adatvédelmi incidens vizsgalatot igényel, annak
végrehajtasara az adatvédelmi kapcsolattarto felkéri az adatvédelmi szakértot. A belsé adatvédelmi kapesolattarto
szaktanacsadoként kdzremiikddik a vizsgalat lefolytatasaban.
24.54. A javaslat alapjan a megvalositando tovabbi intézkedésekrol az adatok kezelését vagy feldolgozasat
végzd szakteriilet vezetdje, ~ informatikai rendszerben bekdvetkezett adatveédelmi incidens esetében az adatgazda
egyetértésével dont.
24.5.5. Az adatvédelmi incidens elharitasa érdekében megvaldsitott egyes intézkedésekrol az adatok kezelését
vagy feldolgozasat végzd szakteriilet vezetoje, kijelslt adatgazda esetében az adatgazda az adott intézkedések
végrehajtasat kovetd 2 munkanapon beliil koteles a adatvédelmi kapcsolattartét tajékoztatni.

24.6. Az adatvédelmi incidens nyilvantartisa
24.6.1. Az adatvédelmi incidensrl az adatvédelmi kapcsolattarto nyilvantartast vezet.
A nyilvantartasba rogziteni kell:

a) az érintett személyes adatok korét,

b) az adatvédelmi incidenssel érintettek kérét és szamat,

c) az adatvédelmi incidens idGpontjat,

d) az adatvédelmi incidens koriilményeit, hatasait,

e) az adatveédelmi incidens elharitasara megtett intézkedéseket,

f) az adatkezelést el6ird jogszabalyban meghatarozott egyéb adatokat.
24.6.2. A nyilvantartasban szerepl6 adatvédelmi incidensekre vonatkozo adatokat személyes adatokat érintd
incidens esetében 5 évig, kiilonleges adatokat érint$ incidens esetében 20 évig koteles az adatvédelmi felelos
megorizni.
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25. HATALYBA LEPTETO RENDELKEZES

25.1. A szabalyzat 2025. junius 1. napjan lép hatalyba és visszavonasig érvényes. A szervezeti egységek
vezetoi gondoskodnak arrdl, hogy munkavallaléik a szabalyzatban szabalyozott — tevékenységiikhdz kapesolodd
— ismereteket elsajatitsak.

25.2. A jelen szabalyzatban foglalt elbirdsoknak térténd megfelelés érdekében az adatkezelést végzo szervezeti
egységek vezetOi gondoskodjanak az iranyitasuk ala tartozo adatkezelok felé az adatkezelések attekintésére.



